UNITRENDS

Deployment Guide for Unitrends

Backup on Nutanix AHV

Release 10.9 | Document Date 07152025

I —




Deployment Guide for Unitrends Backup
on Nutanix AHV

Release 10.9 | July 2025
Copyright

Copyright © 2025 Unitrends Incorporated. All rights reserved.

Content in this publication is copyright material and may not be copied or duplicated in any form without prior written permission
from Unitrends, Inc (“Unitrends”). This information is subject to change without notice and does not represent a commitment on the
part of Unitrends.

The software described in this publication is furnished under a license agreement or nondisclosure agreement. The software may be
used or copied only in accordance with the terms of the license agreement. See the End User License Agreement before using the
software.

The software described contains certain open source components that are copyrighted. For open source licenses, see the
UnitrendsOpen Source Compliance section of the product Administrator Guide.

Because of the nature of this material, numerous hardware and software products are mentioned by name. In most, if not all, cases
these product names are claimed as trademarks by the companies that manufacture the products. It is not our intent to claim these
names or trademarks as our own.

The following applies to U.S. Government End Users: The Software and Documentation are “Commercial ltems,” as that term is
defined at 48 C.F.R.2.101, consisting of “Commercial Computer Software” and “Commercial Computer Software Documentation,”
as such terms are used in 48 C.F.R.12.212 or 48 C.F.R.227.7202, as applicable. Consistent with 48 C.F.R.12.212 or 48
C.F.R.227.7202-1 through 227.7202-4, as applicable, the Commercial Computer Software and Commercial Computer Software
Documentation are being licensed to U.S. Government end users (a) only as Commercial Iltems and (b) with only those rights as are
granted to all other end users pursuant to the terms and conditions herein. Unpublished-rights reserved under the copyright laws of
the United States. Unitrends agrees to comply with all applicable equal opportunity laws including, if appropriate, the provisions of
Executive Order 11246, as amended, Section 402 of the Vietnam Era Veterans Readjustment Assistance Act of 1974 (38 USC
4212), and Section 503 of the Rehabilitation Act of 1973, as amended, and the regulations at 41 CFR Parts 60-1 through 60-60,
60-250, and 60-741. The affirmative action clause and regulations contained in the preceding sentence shall be incorporated by
reference.

The following applies to all contracts and subcontracts governed by the Rights in Technical Data and Computer Software Clause of
the United States Department of Defense Federal Acquisition Regulations Supplement:

RESTRICTED RIGHTS LEGEND: USE, DUPLICATION OR DISCLOSURE BY THE UNITED STATES GOVERNMENT IS SUBJECT TO
RESTRICTIONS AS SET FORTH IN SUBDIVISION (C)(1)(Il) OF THE RIGHTS AND TECHNICAL DATA AND COMPUTER SOFTWARE CLAUSE
AT DFAR 252-227-7013. UNITRENDS CORPORATION IS THE CONTRACTOR AND IS LOCATED AT 200 WHEELER ROAD, NORTH
TOWER, 2ND FLOOR, BURLINGTON, MASSACHUSETTS 01803.

Unitrends, Inc

200 Wheeler Road

North Tower, 2nd Floor
Burlington, MA 01803, USA
Phone: 1.866.359.5411

UNITRENDS

A Kaseya company




Deployment Guide for Unitrends 3
Backup on Nutanix AHV

Release 10.9 | July 2025

Contents

Chapter L INtrOAUC I ON 5
Chapter 2: Requirements and Considerations ... 7
Hypervisor requirements and Considerations ... ... ... 7
Virtual machine reqUIrEMENTS 8
N WOTK UM N S 9
POt OUI M ENTS 10
WD GCCESS ... o 11
Chapter 3: Deploying a Unitrends Backup Appliance ... 13
Step 1: Set up storage onthe NYpPerViSOr ... 13
Step 2: Download the Unitrends BaCkUp iMagEe ... 13
Step 3: Deploy the Unitrends Backup VM 14
Step 4: Add a virtual disk to use as the initial backup StOrage ... 19
Step 5: Set up the appliance using the Quick Setup Wizard ... ... . 31
Step 6: (Optional) Modify deduplication SEttiNgS ... ... 35
Step 7: Register and license the Unitrends Backup appliance ... . 36
Step 8: Start protecting your enVirONMENt . 40

UNITRENDS

AKaseya company




4 Deployment Guide for Unitrends
Backup on Nutanix AHV

Release 10.9 | July 2025

This page is intentionally left blank.

UNITRENDS

A Kaseya company




Deployment Guide for Unitrends 5
Backup on Nutanix AHV

Release 10.9 | July 2025

Chapter 1: Introduction

Thank you for choosing the Unitrends Backup virtual appliance. You are minutes away from protecting your
environment.

With Unitrends Backup deployments, the appliance’s initial disk stores no unique data or backups. Storing this data on
different disks or external storage arrays enables you to reattach the storage to a different Unitrends Backup
appliance, so you can retain your original appliance’s settings and backup data if you need to deploy a new Unitrends
Backup appliance.

An initial disk of approximately 100GB is used to deploy the Unitrends Backup VM. You must also add a minimum of
200GB as the initial backup storage. You cannot complete deployment without adding the initial backup storage
because this storage contains the appliance’s unique data and is used to store backups.

This deployment guide includes instructions for deploying using new storage and for deploying using storage that
contains backup data from another virtual appliance. The process is similar for both deployment types, and the
applicable sections cover any variations.

Attaching backup storage that contains backups from another Unitrends Backup appliance is supported only
if the original appliance is running the same operating system as the newly deployed appliance. Appliances
deployed with version 10.3.6 or higher run CentOS 7. Appliances deployed with older versions run CentOS 6.

Deployment consists of creating the Unitrends Backup virtual machine (VM), attaching backup storage, and configuring
appliance settings. These and other terms used in this guide are defined in the following table:

Term Definition

Added disk | vDisk virtual disk storage created by deploying the Unitrends Backup image, or by using the AHV host.
Also called attached disk storage.

Appliance The Unitrends Backup system that backs up and recovers data. Consists of the Unitrends Backup VM,
Unitrends software, attached storage, and additional configuration settings.

Host Nutanix AHV host cluster that houses the Unitrends Backup VM. Also called a hypervisor.

Initial Storage you attach to the Unitrends Backup VM that is used to store appliance configuration settings

backup and backups. You attach this storage after deploying the Unitrends Backup VM, but before you

storage configure the appliance using the Quick Setup Wizard. The initial backup storage must be at least
200GB in size.

Initial disk 100GB disk used to create the Unitrends Backup VM. While deploying the Unitrends image, you select
a container on the AHV host that the installer uses to create this disk.

Image file Unitrends image file used to deploy the Unitrends Backup VM on your AHV host.
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Term Definition

Quick The Quick Setup Wizard automatically launches the first time you access the appliance Ul from a web
Setup browser. Work your way through this wizard to configure additional appliance settings, such as date
Wizard and time, hostname, and email.

Unitrends Virtual machine created by deploying the Unitrends Backup image file.
Backup VM
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Chapter 2: Requirements and Considerations

Before deploying your Unitrends Backup appliance, verify the following requirements have been met:
"Hypervisor requirements and considerations"
"Virtual machine requirements" on page 8
"Network requirements" on page 9
"Port requirements" on page 10

"Web access" on page 11

Hypervisor requirements and considerations

The following requirements and considerations apply to the Nutanix AHV host cluster:

Item Description

Nutanix AHV host | The AHV host must be running Acropolis Operating System (AOS) version 5.1.4 or a higher
cluster version supported version listed in the Unitrends Compatibility and Interoperability Matrix.

AHV host for Unitrends recommends running your appliance and the VMs it protects on different hosts to
protected VMs avoid losing your VMs and their backups if one of the hosts fails.

U N ITR E N D S Chapter 2: Requirements and Considerations
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Item Description

iISCSI target To protect AHV virtual machines by using host-level backups, backup and recovery jobs access
access the AHV host over the iSCSI protocol. Ensure the following:

The Unitrends appliance is able to connect to the iSCSI targets on the Nutanix storage LAN.

iISCSI Data Services are configured for the Nutanix AHV cluster. To configure this setting:
In the Nutanix Prism interface, select Cluster Details from the Options menu.

Enter the iSCSI Data Services IP address.

Click Save.

Cluster Details
Cluster Details
NTP

A r = 0 aine SMTH

Select Cluster Details

CLUSTER UUID
00054d07-f654-94a9-0000-000000014393

CLUSTERID
00054d07-f654-94a9-0000-000000014393::82835

Storage Si
CLUSTER INCARNATION ID

1492071476401321

BTBe  \ysTER NAME

nutanix01

CLUSTER VIRTUAL IP ADDRESS

1o———O
VM Summ|

Configuration

ISCSI DATA SERVICES IP

. . AlactPolicies Remote
v 1R —9 EnteriSCSI Data Serivces IP SNMP

Configure CVM

Virtual machine requirements

Before deploying, verify that the Nutanix AHV host cluster has sufficient resources to create the Unitrends Backup VM.
If minimum required resources are not available, deployment may fail.

The following resources are required to deploy the Unitrends Backup VM:

These are the minimum resources required to deploy and begin using the Unitrends Backup appliance. As
you add jobs and storage, be sure to monitor the system and add resources as needed over the lifetime of
the appliance.

A minimum of two virtual processors (VCPUSs).

A minimum of 8GB of RAM.
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100GB of space for the VM's initial disk.

At least 200GB of backup storage.

Network requirements

There are several addresses you should permit for all deployments. All of these ports are outgoing connections from
the Unitrends appliance. We do not require incoming NAT of ports or exposing the unit to a public IP, only outgoing
communication from a local source Unitrends appliance is needed.

IMPORTANT! Never expose the appliance Web Ul or SSH connections to open external ports. Doing so may void
your support agreement until the appliance can be secured properly. Never deploy the Unitrends
appliance on a public IP. All incoming ports to a Unitrends appliance must be firewall protected.
Privately operated hot backup copy targets should be deployed in such a way as to secure the VPN
connection to only trusted source external IPs.

Network requirements vary by whether DHCP is available in your environment.

DHCP is available

If DHCP is available in your environment, review these requirements and considerations before you deploy the
appliance VM:

If your environment goes offline for an extended period of time, your appliance may be assigned a new IP address
from the DHCP server. This may cause a temporary loss of backup and recovery functionality. If this occurs, see
How to resolve recovery issues related to appliance IP address changes for instructions on how to proceed.

The enol adapter is, by default, configured for DHCP.
DHCP cannot be a configured for more than one network adapter at any given time.

A network adapter configured for DHCP cannot be managed via the appliance user interface (Ul) unless you
intend to assign it a static IP address.

Unitrends appliances intended for use as backup copy targets must be assigned static IP addresses.

DHCP is not available

If DHCP is not available in your environment, or if you intend to use this appliance as a backup copy target, you must
configure a static IP address for the appliance. Initially, the Unitrends Backup VM is created with the IP address
10.10.10.1 and the subnet mask 255.255.255.0. If this IP is currently being used in your environment, disable it until
you bring the Unitrends Backup VM online and assign it a new IP address. During deployment, you must configure the
following settings:

An IP address and subnet. The IP address and the subnet enable communication between the appliance and
other machines on your network.

A gateway. A gateway enables communication between the appliance and machines on different subnets.
Appliance DNS settings, required for the following:

To connect the appliance to the Internet.

U N ITR E N D S Chapter 2: Requirements and Considerations
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To add assets using only their hostnames (rather than by fully qualified domain names).

To update your appliance from the user interface (Ul).

To access the Unitrends Community forums from the UL.

You can obtain the above information from your network administrator.

Port requirements

Additional ports must be open for connectivity to the Internet and for connectivity to any hot backup copy target. See
the following for details:

Unitrends does not officially support backup through firewalls. For details, see this KB article: Backup fails

through Router, DMZ, or Firewall.

"Connectivity between the appliance and the Internet"

"Connectivity between the appliance and a hot backup copy target"

Connectivity between the appliance and the Internet

Port, Protocol,

Destinati
and Rule estination

Backup and 443/HTTPS kaseyagroup-appliance- A secure docker container

backup copy Outbound from registry.jfrog.io registry required to update

operations the Unitrends backup and backup copy
appliance components.

Product 443/HTTPS repo.unitrends.com repo.unitrends.com is used

Updates Outbound from by the Unitrends appliance
the Unitrends to perform software
appliance updates.

sftp.unitrends.com

22/SFTP sftp.unitrends.com is used
Outbound from to collect files related to
the Unitrends active support tickets.
appliance

Remote 443/HTTPS support-itivity.unitrends.com Used for opening a remote

Support Outbound from tunnel to the Unitrends
the Unitrends support team.
appliance

Proactive 161/UDP notifications.unitrends.com Used for SNMP trap

Monitoring Outbound from collection for all proactive
the Unitrends monitoring.
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Port, Protocol,

Destination
and Rule

appliance
161/TCP
Outbound from
the Unitrends
appliance
162/UDP
Outbound from
the Unitrends
appliance
162/TCP
Outbound from
the Unitrends
appliance

Connectivity between the appliance and a hot backup copy target

Task Port, Protocol, and Rule Destination Notes

Backup copy The OpenVPN port provided by Unitrends For Unitrends Used for

to the or Cloud, the copying data
Unitrends Th b h fi d for th public-facing to the

Cloud or your e port humber you have configured for the IP address Unitrends

secure tunnel connection to the backup copy

Unitrends target appliance must be open Outbound for provided by Cloud or your
target Unitrends. Unitrends
appli the TCP and UDP protocols. Port 443 must
ppliance. target
also be open Outbond for the UCP protocol. anoli
ppliance.
Target
appliance
hostname and
IP

Web access

Once you have configured network settings, you can access the appliance Ul by entering its IP address in a Firefox or
Chrome browser. (Internet Explorer is not supported.)
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Chapter 3: Deploying a Unitrends Backup
Appliance

Deployment consists of creating the Unitrends Backup VM, attaching backup storage, and configuring appliance
settings.

To create the Unitrends Backup VM, you deploy the Unitrends image file. During deployment, you define network and
storage settings for the appliance.

The following steps summarize the procedures used to deploy your Unitrends Backup appliance. Detailed instructions
for each procedure follow:

"Step 1: Set up storage on the hypervisor"

"Step 2: Download the Unitrends Backup image"

"Step 3: Deploy the Unitrends Backup VM" on page 14

"Step 4: Add a virtual disk to use as the initial backup storage" on page 19
"Step 5: Set up the appliance using the Quick Setup Wizard" on page 31
"Step 6: (Optional) Modify deduplication settings" on page 35

"Step 7: Register and license the Unitrends Backup appliance" on page 36

"Step 8: Start protecting your environment" on page 40
Set up storage on the hypervisor

Verify that the hypervisor has enough storage available. If necessary, add storage. Minimum requirements are:
100GB for the Unitrends Backup VM's initial disk.

At least 200GB for the initial backup storage.

Download the Unitrends Backup image

Go to https://helpdesk.kaseya.com/hc/en-gb/articles/4407526882193-Unitrends-Downloads.

Scroll down to Unitrends Backup Virtual Appliance Deployments.

Click the .VMDK link in the Nutanix AHV row.
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Unitrends Backup Virtual Appliance Deployments
For existing customers looking to redeploy an instance of Unitrends Backup, the following installer downloads are available (right-
click and "Save As.."):
Environment Applies To Format
VMware vSphere VMware 5.x- 8.0 .OVA
Microsoft Hyper-V Windows Server 2012-2022 (Wizard Deployment) EXE
Windows Server 2008 R2-2022 \VHD
Citrix XenServer XenServer 6.5-7.x XVA
Nutanix AHV Nutanix AHV 5.1-6.5 VMDK Click here
Amazon AWS Deployments are available within the Amazon cloud
Microsoft Azure Microsoft Azure \VHD

Ready to register and activate your Unitrends Backup? Follow the knowledge article Registering a Unitrends Backup - Activating
your Product - Licensing (Internet or Air Gap) to apply for your permanent license.

Note: Be sure to activate your Unitrends Backup before the 30-day trial expires to ensure there is no gap in your protection.

Deploy the Unitrends Backup VM

Deployment instructions remain the same whether you are setting up Unitrends Backup with new storage or with
storage that contains backups from another Unitrends Backup appliance. Use the following procedure to deploy the
Unitrends Backup VM.

To deploy the Unitrends Backup VM
Save the VMDK image file to the workstation you will use to access the Nutanix Prism Web Console.
Log in to Prism as a user with administrative privileges.
Upload the Unitrends image:

Click the gear icon and select Image Configuration.

Chapter 3: Deploying a Unitrends Backup Appliance U NITREND S
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I [ nutani01 - Prism Element

&~ C @ @& nttpsyy

NTP S

Hypervisor Summary Prism Centra

A H Not registered to Prism
VER! NI

SMTP Server

Central

Select Image
Configuration

Click Upload Image.

Image Configuration ? x

Manage the images to be used for creating vimual disks.

+ uploagcljlmage Click to upload

Nutanix VirtlQ 112 fo Nutanix VirtlC 11.2 for Win, 150 ACTIVE P 4
TestUEBDisk DISK ACTIVE £ X
UB OVF DISK ACTIVE YRR
Ubuntu1604 150 ACTIVE Fox
WIn10_1709_sept_2. en_windows_10_multi-edit IS0 ACTIVE s X
Win2012R2 150 ACTIVE YRR

Enter a unique name for the image.

Select Disk in the Image Type list.

Select a storage container that will be used to create the image.

Select the Upload a file option, click Browse and select the Unitrends image.

Click Save.
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Create Image 2 »

MNAME
Doc-UB _o Enter a unique name for
the Unitrends image

NOTATION

E CONTAINER

NutanixManagementShare —9 Select a storage container =

IMAGE SOURCE

From URL
Upload a file Bruwse AHV-UB-10.3.9-1.wvmdk
Select Upload and browse to select 6\
the Unitrends image
The hypervisor uploads the file and creates the image. Click Close to exit.

Image Configuration ? b 4

Manage the images 1o be used for creating virtual disks. |mage is created

+ Upload Image

Doc-UB DISK INACTIVE
Nutanip Virtlo 11.2 fo..  Mutanix VirtlO 11.2 for Win... 150 ACTIVE
TestUEBDisk DISK ACTIVE
UB OVF DISK ACTIVE
Ubuntule04 150 ACTIVE
Win10_1709_sept_2. en_windows_10_multi-edit. IS0 ACTIVE
Win2012R2 IS0 ACTIVE

Click to exit

After the image is created, it takes some time to become active. Re-open the Image Configuration dialog and verify
that the image has entered the active state before continuing to the next step.

Chapter 3: Deploying a Unitrends Backup Appliance U NITREND 8
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Image Configuration ? b 4

Manage the images to be used for creating virtual disks

+ Upload Image

0 Wait for the image to enter the active state.

Doc-UB DisK £ X
Nutanix Virtio 112 fo...  Nutanix VinlO 11.2 for Win... 150 ACTIVE £ X
TestUEBDisk DISK ACTIVE £ XK
uB OVF DISK ACTIVE £ X
Ubuntu1604 150 ACTIVE LA 1
Win10_1709_sept_2... en_windows_10_multi-edit..  ISO ACTIVE £ X
Win2012R2 150 ACTIVE £ X

(2 B coe

Create the Unitrends Backup VM:
Select the VM menu and click Create VM.

Enter a unique Name for the VM.

Enter Compute Details.

Overview - Table Select the VM menu

Create VM ? @
Hypervisor Summary VM Events

all Click Create VM

General Configuration

AHV

NAME

Doc-UB —e Enter a unique VM name

DESCRIPTION
VM Summary

Ava.
51 o Use this VM as an agent VM
* of
® o| Compute Details
VCPU(S)
cPU 2

i Enter compute details.
2 Minimum requirements:
8GB RAM, 2 VCPUs
MEMORY
8 GiB

Scroll down and select Add New Disk.
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Select the following settings, then click Add:
Disk in the Type list.
Clone from Image Service in the Operation list.
SCSI in the Bus Type list.

The Unitrends image you created above in the Image list.

Create VM ? b4

Disks

Add Disk

CD-ROM

Volume Groups DIsk -

OPERATION

Please cred i )
sasEcre Clone from Image Service ~

BUS TYPE
sCSl settings ~

AGE

Network Adapters (NIC) doc-ub-image ~

Configure a NIC:
Scroll down and click Add New NIC.
Select a NIC from the VLAN Name list, then click Add.

Click Save to create the VM.
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Network Adapters (NIC)

Testhwo1
Vou haven't added any NICs yet

LAN 1D Selecta NIC
o_ vian0
396256M1-96C5-4b13-8h2-432603 36417

VM Host Affinity ETWORK
NONE

Enable Flash Mode
e\ A

Close

Add a virtual disk to use as the initial backup
storage

Use one of the following procedures to add a virtual disk to the Unitrends Backup VM. This can be a new disk or a disk
that contains backups from another AHV Unitrends Backup appliance.

"To add a new vDisk"

OR

"To add a vDisk that contains backups from another AHV appliance" on page 21
To add a new vDisk
Use this procedure to use a new vDisk as the initial backup storage.

Select the VM and click Update.
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n nclude Controller VMs - 21-30 of 57 (filtered from 60) - € > - % w Q

QA - Mark - Windows NTNX-175M6& 8.96 GiB / BO

. 16925, 1 2GiB 1.98% o o 8 KBps 6ms Yes Nao
VM for SLA Testing D120075-B GiB
QA - Mark - Windows NTNX-1T7SMa 884 GiB/BO
; 16925 1 2GIiB 6.45% o o 8 KBps 251 ms Yes Nao
VM w/ multiple NICs D120075-B GiB
’ 423GiBf n
#® Doc-UB 4 B GiB 0% - - - - Yes No
100 GiB
NTNX-175M6& ’ 382GIB/23 6275
doc-ubuntu 1 2GiB ) 1 8 KBps 327Tms  Ye No
> Doc-UB i@jumme

Scroll down and click Add a New Disk.
Enter these disk settings, then click Add:
Select Disk from the Type list.
Select Allocate on Storage Container from the Operation list.
Select SCSI from the Bus Type list.
Select the Storage Container.
Enter a Size (200GB minimum).

Click Save to update the VM.

Chapter 3: Deploying a Unitrends Backup Appliance U NITREND S

A Kaseya company




Deployment Guide for Unitrends 21
Backup on Nutanix AHV

Release 10.9 | July 2025

Update VM

Disks | o_®

Add Disk 2 x

DISK

Volu
Allocate on Sterage Container

Enter disk settings.
sesl Minimum size = 200 GB

MNutanixManagementShare

Netw|  SiZE(GIB

200

Do one of the following:

If the VM's NIC has DHCP available, proceed to "Step 5: Set up the appliance using the Quick Setup Wizard"
on page 31.

If DHCP is not available or if you prefer to assign a static IP address, proceed to "To set up the appliance with
a static IP address" on page 25.

If you will be using the appliance as a hot backup copy target, you must assign a static IP address. Use
the procedure "To set up the appliance with a static IP address" on page 25.
To add a vDisk that contains backups from another AHV appliance

Use this procedure to use a vDisk that contains backups from a different appliance as the initial backup storage.
IMPORTANT!

Attaching backup storage that contains backups from another Unitrends Backup appliance is supported only if the
original appliance is running the same operating system as the newly deployed appliance. Appliances deployed with
version 10.3.6 or higher run CentOS 7. Appliances deployed with older versions run CentOS 6. To check the
appliance Recovery OS version, click on ? > About:
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u
UNITRENDS 8 L% Ot @
38 Dashboard online Hel 1 Click for Help Menu ~
BACKUP SUMMARY Gl =@ Got QI i o)
& Protect <
. About this Appliance (-] Community
Open Support Tunnel
B Jobs SOFTWARE INFORMATION HARDWARE INFORMATION- r
5 Register asset for support
© Eomn Appliance Name s appliance- 18810 Appliance Type unknown
@ Configure Product Tour
Appliance IP Address 1€ 0 Processor Type Intel(R) Xeon(R) CPU E5-2620 v4 @ 2.10GHz
Feedback
Appliance Version 10.7.6-1.202306191632.Cent0S7 Pracessor Cores 2
9 About
Recovery0S Version | Cent0S77.9.2009 Processor Cache 20480 KB
What's New New
Install Date Wed 21 Jun 2023 09:26:41 AM EDT Processor Frequency | 2.099998 GHz o .
W-b . - il 2@
Memory (GB) 7.821 GB
BROWSER INFORMATION 0 0.0
- Asset Tag 01c12472-1065-4695-a162-83116c0DCTB0 -
Type Firefox Protected Average Speed
o B/s
MAC Address 000c2926cafa

Screen Resolution 2560 x 1440

TRANSFER RATE

Copyright © Unitrends, Inc. 2015-Present, All Rights Reserved

Close
06/23  06/24  08/25  06/26  08/27 0628

M Logical M Physical

View the disks on the original AHV appliance to determine the SCSI ID of the vDisk you want to use:
Log in to Prism as a user with administrative privileges.

Select the original appliance VM ( the appliance with the vDisk that contains Unitrends backups) and click
Update.

nutanix01

STORAGE

QA - Mark - Windows NTNX-1T7SM& 896 GiB / BO
169.25.. 1 2GiB 1.98% o o 8 KBps 6ms Yes No
VM for SLA Testing D120075-B GiB
.0A - Mark - Windows NTNX-175SM& 8.84GiB /B0
_ 169.25. 1 2GiB 6.45% o o 8 KBps 251ms  Yes No
VM w/ multiple NICs D120075-B GiB
423GiB/
® DocUB 4 8 GiB 0% = = = - Yes No
100 GiB
NTNX-1T7SMa 382GiB/23 6275
doc-ubuntu 1 2GiB 0 1 8 KBps 327ms Ye! No

» Doc-UB @U pdate

Scroll down to view VM disks. Find the container name and SCSI ID of the initial backup storage disk (typically
scsi.1).

Do not add the 100GB disk. The 100GB disk was used to create the appliance VM. This disk does not
store Unitrends backups.

The next disk that was added is the backup storage disk that you will add to the new appliance.
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Hover over the disk to view the container name. Note this name and the disk size. You will need these
later in this procedure.

Update VM 2 x
”
NUMBER OF CORES PER VCPU
1
MEMORY
4 GiB
Disks
CD-ROM ided EMPTY=true; BUS=ide PR 4
DISK scsi0 SIZE=100GiB; CONTAINER=d PR 4
DISK scsid SIZE=200GiB; CONTAINER=. ;X

[ 51ZE=200Gi8; [C ONTAINER=NutanixManagementShare| BUS=scsi |

Volume Groups

Log in to any Controller VM of the Nutanix AHV cluster through an SSH session.

Enter this command to start an AHV CLI session:

# acli

Example:

B2 D- PUTTY — O x

Enter the following command to find the vmdisk_uuid of the vDisk you identified in step 1. Note the vmdisk_uuid.
You will need to supply this ID later in this procedure.

<acropolis> vm.disk get <vm_name> disk_addr=scsi.<number>

Example:
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VM disk UUID

Return to the Prism Web Console.

Select the new appliance VM (that you deployed in "Step 3: Deploy the Unitrends Backup VM") and click Update.

Overview - Table

n nclude Controller VMs - 21-30 of 87 (filtered from 90) < > f= 29 Q

1779 GiB /

@ Doc-UB 4 4GB - - - - - - Yes No
300 GiB
NTNX-T7SM& 384 GIiB/ 100 2039
Doc-UB-2 162000, 8 4GiB 0.25% [} 1 10 KBps 125ms  Yes No
D120075-C GiB A
NTNX-175M6 74GIB/23
doc-ubuntu 1 2GiB B4.1% 7291% o o] 1KBps 083ms Yes No
D120075-C GiB
NTNX-T7SMé6 946 GiB/ 70
doc-W2012R2 16225 2 4GB 324% - o o 12 KBps 103 ms Yes No
D120075-C GiB
946 GiB/ 70
® doc-W2012R2_restore 2 4GB . - - - - - - Yes No
i
> Doc-UB-2 i@mdale

Scroll down and click Add New Disk.
Enter these disk settings, then click Add:
Select Disk from the Type list.
Select Clone from ADSF File from the Operation list.
Select SCSI from the Bus Type list.
Enter the following in the ADSF Path field: /<containerName>/.acropolis/vmdisk/<vmdisk_uuid>
Enter the disk size.

Click Save to update the VM.
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Update VM

Add Disk

DISK

Volu
Clone from ADSF file

SCsI

BC6-480b-316b-43

/NutanixManagementShare/ acropalis/vmdisk/07809d

Netw

200

Do one of the following:

If the VM's NIC has DHCP available, proceed to "Step 5: Set up the appliance using the Quick Setup Wizard"
on page 31.

If DHCP is not available or if you prefer to assign a static IP address, proceed to "To set up the appliance with
a static IP address" on page 25.

If you will be using the appliance as a hot backup copy target, you must assign a static IP address. Use
the procedure "To set up the appliance with a static IP address".

To set up the appliance with a static IP address

If you are deploying using storage from another AHV Unitrends Backup appliance that contains backup data,
you can enter the same network settings as the original appliance or use different network settings. If using
the same network settings, be sure the original VM is powered off.

From the Prism VM menu, select the appliance VM and click Power On.
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- Table

n e Controller Vi 21-30 of 57 < > L. Q
QA - Mark - Windows NTNX-T7SM6 8965 GiB / 80
16925 1 2GiB 66% 0 1 16 KBps B0O3ms Yes No
VM for SLA Testing D120075-8 GiB
QA - Mark - Windows NTNX-175M6 B.84GiB /80
: 16925 1 2GiB ) 231% 0 o 8 KBps 484ms  Yes No
VM w/ multiple NICs D120075-8 GiB
i 423 GiB/ X
® DocUB & 8 GiB 0% Yes Mo
300 GiB
NTNX-T75M6 3.82GiB/23 7387
doc-ubuniu 1 2GiB [+] o 3 KBps 129 ms Yes No
D120075-8 GiB %
» Doc-UB

Launch the VM Console.

T Power on

Table

Overview -

n e Controller VMs - 21-30 of 57 {filtered &0 < > . Q
P ASH
.0A - Mark - Windows NTNX-1T75M& 8.96 GiB / 80 .
16925 1 2GiB 197% o o 3 KBps 2024 ms Yes No
WM for SLA Testing D120075-B GiB
.0A - Mark - Windows NTNX-1T75M& B8.84GiB/80
189.25.. 1 2GiB 377% o ) 11 KBps 17.86 ms Yes No
WM w/ multiple NICs D120075-B GiB
NTNX-T75M6
Doc-UB 4 8 GiB -/300GiB 9.36% 0 o 0 KBps Oms Yes No
D120075-A
Click to launch the VM console
> Doc-UB 41 Launch Consol€

The remaining steps are run from the Unitrends Backup console interface. On these screens, you select a
menu option by entering a number in the Please enter choice field.

As you complete each step in the Unitrends Backup Console Interface, you are presented with the next

configuration screen.

You can press Enter to accept the default or current setting.

On the Console Interface screen, enter 1 in the Please Configure Console Access Password... field.
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Connected (encrypted) to: Doc-UB

Unitrends Backup

Console Interface

1. Console Access Password Setup
2. HNetwork Setup

3. Firewall Settings

4. Advanced Dptions Enter 1

Please Configure Console ficcess Password to proceed further: 1

To change the direct console password, enter a new password, then enter the password again to confirm.

This is the root operating system password that accesses the console. This password does not access
the UL. (You will change the Ul password in "Step 5: Set up the appliance using the Quick Setup
Wizard" on page 31.)

All appliances are deployed with these default operating systems credentials: user root, password
unitrends1. For appliance security, you must change this password.

[Password should be at least & characters
Password should wot contain the forbidden word Unitrend (case insensitive)

1  Enter new password
Changing password-for user root.

Hew password: 2 Enter new password again to confirm

Retype new password:
Passud: all authentication tokens updated successfully.

On the Console Interface screen, enter 2 in the Please enter choice field.

Connected (encrypted) to: Doc-UB

Unitrends Backup
Console Interface

1. Console Access Password Setup
2. HNetwork Setup

3. Firewall Settings

4. Advanced Options

P

lease enter choice: 2 Enter 2

Manage System using the web-based interface at one of the following:
ethd - http:--18.18.18.1

On the Initial System Setup Menu screen, enter 1 in the Please enter choice field.
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Connected (encrypted) to: Doc-UB

Unitrends Backup
Initial System Setup Menu

Conf igure IP, Netmask and Gateway
Conf igure DN3

Conf igure IPMI LAN

Conf igure DHCP

Network Test

Back

lease enter choice: 1 Enter 1

Manage System using the web-based interface at one of the following:
ethd - http:rrs108.18.10.1

Enter a number in the Select a network adapter field. For example, enter O to select ethO.

Connected (encrypted) to: Doc-UB | uau m ‘_D |

8. ethd
Enter a number to select an adapter. If your
Select a network adapter: 8 appliance has multiple adapters, each are listed. In

this example, the appliance has one adapter (eth0).

EnterY in the Edit network configuration field. Then enter an IP address, Netmask, and Gateway. Review
the settings and enter Y to save.

Connected (encrypted) to: Doc-UB
etwork Adapter: ethd
urrent IP address: 18.18.16.1
urrent Netmask: "255.255.255.8"
urrent Gateway: nsa

dit network configuration? [nsY1: ¥

Connected (encrypted) to: Doc-UB

urrent IP address: 16.18.168.1
nter new System IP Address: 192 000 000 Z2A Enter new IP address

Connected (encrypted) to: Doc-UB

urrent Netmask: “255.255.255.8"
nter new System Netmask: Enter new netmask or press
Enter to accept the default
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Connected (encrypted) to: Doc-UB | uau m LIJ '

urrent Gateway: n-a
nter new NMetwork Gateway: 19L. JUL.I0..1 Enter gateway IP address

Connected (encrypted) to: Doc-UB
Adapter: ethe ||

:18.18.18.1
"255.255.255.8"
urrent Gateway: nsa

ew [P address: WO 1]
ew Netmask:
ew Gateway: ~ N = B

¥ Enter Y to save settings
- (or N to modify settings)

ommit network configuration changes? I[n/Y1:

To configure DNS settings, enter 2, then enter Y to edit. Enter the primary DNS IP address, a secondary DNS IP
(optional), and a DNS domain. Review the settings and enter Y to save.

Connected (encrypted) to: Doc-UB

Unitrends Backup
Initial System Setup Menu

1. Configure IP, Netmask and Gateway
2. Configure DN3

3. Configure IPMI LaN

4. Configure DHCP

5. HNetwork Test

6. Back

Please enter choice: 2 Enter 2

Connected (encrypted) to: Doc-UB

urrent Primary DNS: n/a

urrent Secondary DNS: nra

urrent DN3 Domain: vmware-ub

Edit DNS configuration? [nsY1: ¥ Enter Y

Connected (encrypted) to: Doc-UB | u%n m o |

urrent Primary DNS: nr-a
Enter new Primary DNS: 1%L ! Enter IP of primary DNS server

Connected (encrypted) to: Doc-UB | uau m LIJ '

urrent Secondary DNS: nra 3
Enter new Secondary DNS: 1__. - (Optional) Enter IP of
(Leave blank if no secondary DNS desired) secondary DNS server
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Connected (encrypted) to: Doc-UB

urrent DN3 Domain: vmware-ub
nter new DNS Search Domain: unitrends.com

Connected (encrypted) to: Doc-UB

urrent Primary DNS: n/a
urrent Secondary DNS: nra
urrent DN3 Domain: umware-ub

ew Primary DN3: 19 8
ew Secondary DNS: 197 w0 0 w8
ew DNS Domain: unitrends.com

ommit DNS configuration changes? [nsY¥1:Y Enter Y lo save sellings

(or N to modify settings)

To exit network setup, enter 6.

Connected (encrypted) to: Doc-UB

Unitrends Backup
Initial 3ystem Setup Menu

1. Configure IP, Netmask and Gateway
Z. Configure DN3

3. Configure IPMI LAN

4. Configure DHCP

5. HNetwork Test

6. Back

Please enter choice: 6

Exit the VM console.

@ Doc-UB - Mozilla Firefox
® https://19 htmlI?path=vng/vm/bf - @

Connected (encrypted) to: Doc-UB

Unitrends Backup
Console Interface

Console fAccess Password Setup
Hetwork Setup

Firewall Settings

fAdvanced Options

Pleasze enter choice:

Manage System using the web-based interface at one of the following:
ethB - http:rr1i.. oo, o 08

Proceed to "Step 5: Set up the appliance using the Quick Setup Wizard".
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Step 5: Set up the appliance using the Quick Setup
Wizard

To start the setup process, log in to the appliance Ul from any machine on the same network by opening a browser and

entering the appliance’s IP address followed by /ui/. The Quick Setup Wizard launches when you access the Ul for the
first time.

To set up the appliance
Use this procedure to set up the appliance:

1 Open a browser and connect to your appliance by entering: https.//<appliancelP>/ui. For example:
https://10.10.10.1/ui.

2 Click Accept to accept the license agreement.

O G hitpsi//192.16 77 fuij# Enter appliance IP/ui

Unitrends End User License Agreement

PRODUCTS AND SERVICES LICENSE AGREEMENT

UNITRENDS, INC. ('UNITRENDS) IS WILLING TO LICENSE THE LICENSED HARDWARE

AND SOFTWARE {COLLECTIVELY "PRODUCTS') AND SERVICES TO YOU ['CUSTOMER")

45 THE INDIVIDUAL, THE COMPANY, THE ORDERING ACTIVITY (IF AN ENTITY

AUTHORIZED TO ORDER UNDER A U.S. FEDERAL GSA SCHEDULE CONTRACT), OR THE

LEGAL ENTITY THAT WILL BE LICENSING AND UTILIZING THE LICENSED SOFTWARE

(REFERENCED BELOW AS "YOU' OR "YOUR'" OR "LICENSEE' OR 'CORPORATION") ONLY

ONTHE CONDITIGN THAT YQU ACCEPT ALL OF THE TERMS OF THIS PRODUCTS AND

'SERVICES LICENSE AGREEMENT (AGREEMENT") AND THE

PUT FORTH ONLINE ('ONLINE LIGENSE AGREEMENTS") AT 1

notices (COLLECTIVELY READ THE TERMS

‘ONLINE LICENSE AGREEMENTS CAREFULLY BEFORE USING THE LICENSED PRODUCTS ) i
AND SERVICES. THIS 1S A LEGAL AND ENFORCEABLE CONTRACT BETWEEN YOU AND Once logged in, you will need to
UNITRENDS. 8Y OPENING THE LICENSED SOFTWARE PACKAGE, SREAKING THE accept he license agreement
LICENSED SOFTIARE SEAL ACCESSING THE FRODUCTS O SERVICES, CLICKING THE

| AGREE" OR 'YES’ BUTTON, OR OTHERWISE INDICATING ASSENT ELECTRONIGALLY,

ORLOADING THE LIGENSED SOFTWARE OR OTHERWISE USING THE LICENSED

‘ONLINE LICENSE AGREEMENTS, EXCEPT IN THE CASE OF LICENSEES THAT ARE THE

U5 FEDERAL GOVERNMIENT OR ENTITIES THEREOF. B ACCEPTING THESE TERMS

'AND CONDITIONS, YOU ACKNOWLEDGE THAT YOU ARE AUTHORIZED TO ENTER THIS

AGREEMIENT ON BEHALF F THE CORFORATION. F YOU DO NOT AGREE TO THESE

TERMS AND CONDITIONS OR ARE NOT AUTHORIZED TO ENTER INTQ THIS

'AGREEMENT, CLICK THE "I DO NOT AGREE" OR 'NO" BUTTON OR OTHERWISE INDICATE

REFUSAL AND MAKE NO FURTHER USE OF THE LICENSED PRODUGTS OR SERVICES

PROWIPTLY RETURN ANY HARDWARE. MEDIA CONTAINING THE SOFTWARE AND

REMOUE ANY ELECTRONIC COPIES OF THE SOFTWARE.

e ify a limited
se agreement and will apply ta the hard)
ceessed by UNI

3 Setthe appliance date and time by doing one of the following, then click Next:
® Select a Timezone. If needed, modify the appliance Date and Time.

OR

® Check the Use an NTP Server box to sync to an NTP server. (Optional) Enter your preferred NTP server
address.

U N ITR E N D 8 Chapter 3: Deploying a Unitrends Backup Appliance

A Kaseya company




32 Deployment Guide for Unitrends Backup
on Nutanix AHV

Release 10.9 | July 2025

UNITRENDS

Date & Time Host Name & Password

(® Enter a date and time for your appliance
E Date | 9/4/2019 m
Time 16:05:03
Time Zone = America/New_York -

() Use an NTP Server

NTFP Server Addresses @

0.centos.pool.ntp.org ™

1.centos.pool.ntp.org
W

Click to continue Next

Enter a Host Name, a Domain, and a new Ul Password for the appliance. If needed, enter a new OS Password.
Confirm the passwords by entering them again in the fields to the right. Click Next.

The hostname can contain only alphanumeric characters, dashes, and underscores.

The appliance has a Ul root user and an OS root user. These are separate accounts. Changing the
password of one root user account does NOT change the password of the other root user account. The Ul
root user is used to log in to the appliance Ul. The OS root user is used to log in to the appliance console or
for command line access.

If you have already set the OS password, these fields are disabled in the Quick Setup Wizard.
Passwords cannot contain the word Unitrend (case insensitive).
The OS password must contain 8 or more characters.

All appliances are deployed with these default Ul and OS credentials: user root, password unitrends1. For
appliance security, you must change these passwords in the Quick Setup Wizard. For increased security,
ensure that the OS password you enter is different than the Ul user password.

After you finish the deployment procedures in this guide, you can set up additional Ul users for the
appliance at any time. For details, see Users and roles in the Administrator Guide for Recovery Series,
Recovery MAX, ION/ION+, and Unitrends Backup, Appliance settings topic.
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UNITRENDS

Date & Time Host Name & Password

HostName | vmware-ub
Enter hostname,

domain (optional)

Domain | unitrends.com

and appliance
Uland OS Ul Password  essssssss
passwords

.........49 Confirm Ul password
""-""—e Confirm OS password

(Optional) To enable email from the appliance, check Enable email reporting and enter the following;:

® ®© © ©

05 Password  essssssss

The fully qualified domain name of the SMTP server.

(If needed) If the SMTP server requires authentication, select Authentication required and enter a
Username and Password.

Click + Add Recipients to add a an email recipient. Enter an email address in the Recipient field and select
one or more of the System, Jobs, and Failures options to specify which reports the appliance will send to the
recipient. Repeat as needed to add more recipients.

Click Finish.
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UNITRENDS

Date & Time
o—- Enable email reporting
SMTP § unitr o Enter the FQDN of
o : the SMTP server

[ Authentication Required

Email

Host Name & Password

Username If the SMTP server
uses authentication,
Password check the box and

enter credentials

Confirm Password

Recipients. System Jobs Failures
jalvarez@unitrends.com x For each recipient, enter
an emaill address and
djones@unitrends.com O x select leS to send
e— 4 Add Recipients

Click to add an
email recipient

Previous

Do one of the following:

If you deployed by using new storage for the initial backup storage, the Welcome to Unitrends dialog displays.
Click Start exploring to view the interactive product tour. Then proceed to "Step 6: (Optional) Modify
deduplication settings".

UNITRENDS T8 L0 60 O
22 Dashboard

2 < Backup Summary (3 Sl &@ Got Questions? Ask the Community o]

3 Protect

% Recover 0 16 0

@ Jobs Errors Not Protected Protected C t I

@nnectl

AVG BACKUP SPEED TOTAL SIZE AVG SPEED COMMUNITY

&  Configure 0B/a 0B 0B/s

@A login 2 Register Q Suggest Ideas

08/0708/08.08/09 08/1008/11 08/12 ]
Backups

Hi there!

Storage (7 ] Backup Copy - Hot Targets (2
Welcome to Unitrends
Type Name Appliance 0 0
BB Internal walkme-y  For our new admins and those looking to familiarize themselves with Unitrends Errors Protected
administration, we have curated a new experience.
TRANSFER RATE
=
Start exploring Click here to begin the tour
08/07 08/ OB/OS 0870 0811 0812 0813
Wiogical M Physical
Active Jobs 5]
Job Name Appliance Asset Progress Status Duration
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OR

If you deployed by using storage that contains backups from another Unitrends Backup appliance, click
Recover to add the backups to the appliance. Then proceed to "Step 6: (Optional) Modify deduplication

settings".

Configure Storage

The selected storage contains an existing filesystem.
If it contains Unitrends backup data, you can attermpt
to recover it. Otherwise, you can erase the data or
cancel and select different storage.

s,

=+ Recovering Storage...

(Optional) Modify deduplication settings

Deduplication is a data compression technique that eliminates duplicate data blocks. To yield fastest performance, the
appliance is configured to use the Level 1 deduplication setting. You can opt to modify this setting to increase on-
appliance retention. Keep in mind that increasing the deduplication level decreases job speed.

To modify the deduplication level
From the Global options at the top of the Ul, select Options > Deduplication Settings.

& L@ 0 O

UNITRENDS

88 Dashboard - Click the gear icon Inventory Sync
Appliances Protected 5 . Y Sy
Ere R e T D (Last :01/11/2022 20:06:27, Sync f.

& Protect <
[ Edit @ Remove

88 viewTable @ Add Appliance Check for Updates

R Recover

B Jobs APPLIANCE STATUS ADDRESS VERSION Deduplication Settings REGISTERED ASSETS
i Reports [0 os-sources @ Available (loggedin) 19200, .81  106.9-1.2022101 Set Language (en-gb) ] 657
I @ Configure [0 Recovery602 @ Available 192 Wa2 10 212028.Cent0S6  n— 799

Select one of the following deduplication settings:
Level 1 — Use this setting to optimize performance.
Level 2 — Use this setting to balance performance and on-appliance retention.
Level 3 — Use this setting to optimize retention.

Click Apply Settings.
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Deduplication Settings (%]
o Choose desired deduplication level.
O Level 1 (Optimized for performance)
Select a level ® Level 2 (Balanced for performance and retention)
O Level 3 (Optimized for retention)

Apply Settings

Proceed to "Step 7: Register and license the Unitrends Backup appliance".

Register and license the Unitrends Backup
appliance

Your appliance is now configured and you can begin using it to protect your environment. For details, see the
Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.

You must register and license the appliance within 30 days of deploying Unitrends Backup.

Each appliance requires an activation code and license key. Use the procedures below to register and license the
appliance:

To register a Unitrends Backup appliance

On the Configure > Appliances page, select the appliance and click Edit.

UNITRENDS & (@ O [T

88 Dashboard
aa Dasnaoar Appliancese Protected Assets

& Protect <
90 view Table Add Appliance ¥ Edit o Remove
R Recover oo o D
o
B Jobs APPLIANCE STATUS ADDRESS VERSION STORAGE REGISTERED ASSETS
¥ Reports m pm-ueb-86 @Ava\lable(mgged in) 9. = —

I % Configure o \e

Select the License tab and click Update. The Registration Center displays.
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Edit Appliance (]

General Email Users Date Time License oautku;: Copy Advanced

LICENSE DETAILS

AssetTag 03 ahiieninicdl e Sieih iieniiend ~15 7

License
Install Date

Expires

Feature Description
Feature String

License Key

Update Add License Info

Select one of the following:

Selection Description

Start my free trial Submit this form to start your free 30-day trial.
Activate my Enter your email address and activation code. You license key will be emailed to the
purchase address you enter here.

Activate with promo | Enter your promotional code to register your product and receive your license key.
code

Request a quote Request a license quote.
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Unitrends Registration Center

YOUR CURRENT ASSET TAG: 27658 i sl Bem iy a005928e

YOUR CURRENT LICENSE: NO LICENSE

How can we help you today?

Select one of these

© 2022 Unitrends

Complete and submit the applicable form.

Once you have purchased a license, Unitrends sends an email containing license details. Use the next procedure to
apply this license information to the appliance.

To license a Unitrends Backup appliance
Use these steps to enter license information you have received from Unitrends.

On the Configure > Appliances page, select the appliance and click Edit.

UNITRENDS B O O [

88 Dashboard
ae Dashboar Applian(ese Protected Assets

& Protect <
88 ViewTable Add Appliance 7 Edit o Remove
R Recover e © @
il
B Jobs APPLIANCE STATUS ADDRESS VERSION STORAGE REGISTERED ASSETS
i Reports M pmueb-s6 @ Available (logged in) 197 x —

I 0 Configure o \e

Select the License tab and click Add License Info.
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Edit Appliance Q

General Email Users Date Time License Gankup Copy Advanced

LICENSE DETAILS

Asset Tag D30E0W_SNE O NN e Ry

License
Install Date

Expires

Feature Description
Feature String

License Key

(2 e

Enter the License Key, Expiration Date, and Feature String.
Click Save. The license is applied.

Edit Appliance Q

General Email Users Date Time License Backup Copy Advanced

LICENSE DETAILS

AssetTag L s—oTarcouane D]

License
Install Date

Expires

Feature Description

Feature String

License Key
License Key f2a3PRL ST GO LSS EE S o tiB0a

Enter license key,
Expiration Date 01/31/20% Clear Dat = :
P 3 " cerome expiration date, and
feature string

Feature String ENTRB,MUX=10,VC=INF.RC=INF,D2D=INF.ENC,ADX

0 I 3
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Edit Appliance o

General Email Users Date Time License Backup Copy Advanced
LICENSE DETAILS

Asset Tag 0382wl T idwinbiki=newbint 2157

License Enterprise Edition

Install Date Thu Mov 316:27:42 2016

Expires 01/31/2019

Feature Description  Unlimited Replication or Backups, Encryption, Archiving
Feature String ENTRB,MUX=10,VC=INF,RC=INF,D2D=INF,ENC ADX

License Key T2 2 hiliinh kil o i inidi il 75 02

Start protecting your environment

Deployment is complete and you can get started protecting your environment. For details, see the Administrator Guide
for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.
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