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Chapter 1: Introduction

Thank you for choosing the Unitrends Backup virtual appliance. You are minutes away from protecting your
environment.

With Unitrends Backup deployments, the appliance’s initial disk stores no unique data or backups. Storing this data on
different disks or external storage arrays enables you to reattach the storage to a different Unitrends Backup
appliance, so you can retain your original appliance’s settings and backup data if you need to deploy a new virtual
appliance.

This guide includes instructions for deploying using new storage and for deploying using storage that contains backup
data from another virtual appliance. The process is similar for both deployment types, and the applicable sections
cover any variations.

Attaching backup storage that contains backups from another Unitrends Backup appliance is supported only
if the original appliance is running the same operating system as the newly deployed appliance. Appliances
deployed with version 10.3.6 or higher run CentOS 7. Appliances deployed with older versions run CentOS 6.

Deployment consists of creating the Unitrends Backup virtual machine (VM), attaching backup storage, and configuring
appliance settings. Terms used in this guide are defined in the following table:

Term Definition

Appliance The Unitrends Backup system that backs up and recovers data. Consists of the
Unitrends Backup VM, Unitrends software, attached storage, and additional
configuration settings.

External storage SAN or NAS storage that is connected directly to the Unitrends Backup VM over the
iSCSI, CIFS, or NFS protocol.

Host Hyper-V server that houses the Unitrends Backup VM. Also called a hypervisor.

Initial backup storage Storage you attach to the Unitrends Backup VM that is used to store appliance
configuration settings and backups. You attach this storage after deploying the
Unitrends Backup VM, but before you configure the appliance using the Quick Setup
Wizard. The initial backup storage must be 200GB - 64TB in size.

Initial disk 100GB disk used to create the Unitrends Backup VM. While installing the VHD, you
select a volume on the Hyper-V host that the installer uses to create this disk.
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Term Definition

Unitrends VHD file used to deploy the Unitrends Backup VM on your Hyper-V host.

Use to deploy to these Hyper-V Server and Windows Server versions:
2025 Server Core
2022 Server Core
2019 Server Core
2016 Server Core
2012 R2 Server Core
2008 R2 SP1

2008 R2 Server Core with SP1 or higher

Quick Setup Wizard

The Quick Setup Wizard automatically launches the first time you access the
appliance Ul from a web browser. Work your way through this wizard to configure
additional appliance settings, such as date and time, hostname, and email.

Unitrends Backup VM

Virtual machine created by deploying the Unitrends Backup VHD file.

Chapter 1: Introduction
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Chapter 2: Requirements and Considerations

Before deploying your Unitrends Backup appliance, verify the following requirements have been met:
"Hypervisor requirements and considerations"
"Network requirements" on page 10
"Port requirements" on page 11
"Web access" on page 12
"Virtual machine resource requirements" on page 12

"Hyper-V 2025/2022/2019/2016 requirements" on page 13

Hypervisor requirements and considerations

Unitrends recommends running your appliance and the VMs it protects on different hosts to avoid losing your VMs and
their backups if one of the hosts fails.

You can deploy Unitrends Backup on a Windows server with the Hyper-V role enabled or on a dedicated Hyper-V server.
You deploy by using a VHD file. See the tables below to determine which method to use for your server.

Verify the following requirements for the hypervisor on which you are deploying the Unitrends Backup VM:
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To deploy on a Windows server, enable the Hyper-V role. Make sure the server is running one of the following
supported operating systems and service pack levels:

Windows Server Deployment method ‘

Windows 2012 R2 Server Core* VHD
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Windows Server Deployment method ‘

Windows Server 2008 R2 SP1 VHD

Windows 2008 R2 Server Core*, with SP1 or higher | VHD

*For Server Core, you must install the Hyper-V management tools and sub-features separately by running the
PowerShell Install-WindowsFeature command with the

-IncludeManagementTools and -IncludeAllSubFeature parameters. After installing, restart the
server. For details on using this command, see the Microsoft article Install-WindowsFeature.

To deploy on a Hyper-V server, make sure the server is running one of the following supported operating systems
and service pack levels:

Hyper-V Server

Hyper-V Server 2025

(Nano Server installations are not supported)

Hyper-V Server 2022

(Nano Server installations are not supported)

Hyper-V Server 2019

(Nano Server installations are not supported)

Hyper-V Server 2016

(Nano Server installations are not supported)

Hyper-V Server 2012

Hyper-V Server 2012 Core*

Hyper-V Server 2012 R2

Hyper-V Server 2012 R2 Core*

Hyper-V Server 2008 R2 SP1

*Server Core - Hyper-V management tools and sub-features are required for deployment. If needed, install the
Hyper-V management tools and sub-features by running the PowerShell Install-WindowsFeature command
with the -IncludeManagementTools and —IncludeAllSubFeature parameters. After installing, restart
the server. For details on using this command, see the Microsoft article Install-WindowsFeature.
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Network requirements

There are several addresses you should permit for all deployments. All of these ports are outgoing connections from
the Unitrends appliance. We do not require incoming NAT of ports or exposing the unit to a public IP, only outgoing
communication from a local source Unitrends appliance is needed.

IMPORTANT! Never expose the appliance Web Ul or SSH connections to open external ports. Doing so may void
your support agreement until the appliance can be secured properly. Never deploy the Unitrends
appliance on a public IP. All incoming ports to a Unitrends appliance must be firewall protected.
Privately operated hot backup copy targets should be deployed in such a way as to secure the VPN
connection to only trusted source external IPs.

Network requirements vary by whether DHCP is available in your environment.

DHCP is available

If DHCP is available in your environment, review these requirements and considerations before you deploy the
appliance VM:

If your environment goes offline for an extended period of time, your appliance may be assigned a new IP address
from the DHCP server. This may cause a temporary loss of backup and recovery functionality. If this occurs, see
How to resolve recovery issues related to appliance IP address changes for instructions on how to proceed.

The enol adapter is, by default, configured for DHCP.
DHCP cannot be a configured for more than one network adapter at any given time.

A network adapter configured for DHCP cannot be managed via the appliance user interface (Ul) unless you
intend to assign it a static IP address.

Unitrends appliances intended for use as backup copy targets must be assigned static IP addresses.

DHCP is not available

If DHCP is not available in your environment, or if you intend to use this appliance as a backup copy target, you must
configure a static IP address for the appliance. Initially, the Unitrends Backup VM is created with the IP address
10.10.10.1 and the subnet mask 255.255.255.0. If this IP is currently being used in your environment, disable it until
you bring the Unitrends Backup VM online and assign it a new IP address. During deployment, you must configure the
following settings:

An IP address and subnet. The IP address and the subnet enable communication between the appliance and
other machines on your network.

A gateway. A gateway enables communication between the appliance and machines on different subnets.
Appliance DNS settings, required for the following:

To connect the appliance to the Internet.

To add assets using only their hostnames (rather than by fully qualified domain names).

To update your appliance from the user interface (Ul).

To access the Unitrends Community forums from the UL.

Chapter 2: Requirements and Considerations U N lTR E N D 8

A Kaseya company



https://helpdesk.kaseya.com/hc/en-gb/articles/4407526550673-How-to-resolve-recovery-issues-related-to-appliance-IP-address-changes

Deployment Guide for Unitrends 11
Backup on Hyper-V

Release 10.9 | July 2025

You can obtain the above information from your network administrator.

Port requirements

Additional ports must be open for connectivity to the Internet and for connectivity to any hot backup copy target. See
the following for details:

Unitrends does not officially support backup through firewalls. For details, see this KB article: Backup fails
through Router, DMZ, or Firewall.

"Connectivity between the appliance and the Internet"

"Connectivity between the appliance and a hot backup copy target"

Connectivity between the appliance and the Internet

Port, Protocol,

and Rule Destination
Backup and 443/HTTPS kaseyagroup-appliance- A secure docker container
backup copy Outbound from registry.jfrog.io registry required to update
operations the Unitrends backup and backup copy
appliance components.
Product 443/HTTPS repo.unitrends.com repo.unitrends.com is used
Updates Outbound from by the Unitrends appliance
the Unitrends to perform software
appliance updates.
sftp.unitrends.com
22/SFTP sftp.unitrends.com is used
Outbound from to collect files related to
the Unitrends active support tickets.
appliance
Remote 443/HTTPS support-itivity.unitrends.com Used for opening a remote
Support Outbound from tunnel to the Unitrends
the Unitrends support team.
appliance
Proactive 161/UDP notifications.unitrends.com Used for SNMP trap
Monitoring Outbound from collection for all proactive
the Unitrends monitoring.
appliance
161/TCP
Outbound from
the Unitrends
appliance
162/UDP

UNITRENDS
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Connectivity between the appliance and a hot backup copy target

Task

Backup copy
to the
Unitrends
Cloud or your
Unitrends
target
appliance.

Port, Protocol, and Rule

The OpenVPN port provided by Unitrends
Or

The port number you have configured for the
secure tunnel connection to the backup copy
target appliance must be open Outbound for
the TCP and UDP protocols. Port 443 must
also be open Outbond for the UCP protocol.

Destination

For Unitrends
Cloud, the
public-facing
IP address
provided by
Unitrends.

Target
appliance
hostname and
IP

Notes

Used for
copying data
to the
Unitrends
Cloud or your
Unitrends
target
appliance.

Web access

Once you have configured network settings, you can access the appliance Ul by entering its IP address in a Firefox or
Chrome browser. (Internet Explorer is not supported.)

Virtual machine resource requirements

Before deploying, verify that your host has sufficient resources to create the Unitrends Backup VM. If minimum

required resources are not available, deployment may fail. The following resources are required to deploy the Unitrends

Backup VM:

These are the minimum resources required to deploy and begin using the Unitrends Backup appliance. As

you add jobs and storage, be sure to monitor the system and add resources as needed over the lifetime of
the appliance.

A minimum of two virtual processors (CPUs).

A minimum of 8GB of RAM.

100GB of space for the VM'’s initial disk.

Chapter 2: Requirements and Considerations
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At least 200GB of backup storage.

Hyper-V 2025/2022/2019/2016 requirements

This release supports host-level protection of VMs that reside on Windows Server 2025/2022/2019/2016 and Hyper-
V Server 2025/2022/2019/2016 platforms. The Nano Server installation option is not supported.

Host-level protection is supported for VMs that meet the requirements below. For VMs that do not meet these
requirements, install the Unitrends agent on the VM and run asset-level backups.

Hyper-V 2025/2022/2019/2016 VM requirements:

If the VM configuration is 6.2 or higher, the Hyper-V host must be running Windows agent version 10.0 or higher.

Starting with VM configuration 6.2, Microsoft implemented a binary-based configuration format (VMCX). On
Windows Server 2025, 2022, 2019, and 2016, VMs are created by default with this VMCX configuration.
VMCX requires new backup and recovery methods that are available in Unitrends release 10.0 and later.

Additional VM configuration version checking is used to support the VMCX format. A new full backup is
required in these cases: the VM's configuration version is not present in the last backup, or the VM's
configuration version has changed since the last backup. In these cases, the appliance cannot run an
incremental until a full backup runs and:

If you attempt an on-demand incremental, the appliance promotes the backup to a full.

If the next job is a scheduled incremental, the job fails due to the configuration change. After this
failure, the appliance promotes the next scheduled run to a full. Once this full succeeds, subsequent
incrementals run as scheduled. (If you upgrade a VM's configuration version, you can opt to run an
on-demand full, rather than letting the appliance fail then promote the next incrementals.)

The VM cannot be configured with shared VHDX disks.

The VM cannot be configured with pass-through disks.

The VM cannot be configured in a VHDS cluster or in a VHD Set.
The VM cannot be configured as a shielded VM.

The VM cannot be configured in a Hyper-V container.

Additional Hyper-V requirements apply. For details, see Hyper-V virtual machines in the Administrator Guide for
Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.
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Chapter 3: Determining your Storage
Strategy

Before deploying your Unitrends Backup appliance, you must determine the strategy to use for all backup storage. It is
important to plan your approach carefully because you cannot change this initial configuration. The following backup
storage options are available:

Added disk: VHD(X) disks created by using the Hyper-V host. These disks can use direct attached storage (DAS,
internal to the hypervisor) or external SAN or NAS storage that is connected to the hypervisor. Unitrends
recommends using added disk storage.

External storage:
A SAN LUN connected directly to the Unitrends Backup VM over the iSCSI protocol.
A NAS share connected directly to the Unitrends Backup VM over the CIFS or NFS protocol.

Although you cannot change the initial configuration, you can add more storage to your appliance as your storage
needs change. If you choose to use added disk storage, Unitrends recommends adding virtual disks to the Unitrends
Backup VM by using the hypervisor and expanding the initial backup storage to include them. If you choose to use a
SAN or NAS directly attached to the Unitrends Backup VM, expanding the initial backup storage is not supported.
Instead, you can add LUNs or shares as separate storage areas.

How Unitrends Backup storage works

An initial disk of approximately 100GB is used to deploy the Unitrends Backup VM. You must also add a minimum of
200GB as the initial backup storage. You cannot complete deployment without adding the initial backup storage
because this storage contains the appliance’s unique data and is used to store backups.

Storing the appliance’s unique data separately from the initial disk enables you to reattach the backup storage to a
new Unitrends Backup VM to recover the original appliance's settings and backups.

Storage recommendations

Consider the following recommendations when determining your storage approach.

WARNING! Unitrends strongly recommends that all Unitrends Backup storage is either direct attached storage
(DAS, internal to the hypervisor) or resides on one external storage array. If you configure storage
across multiple storage arrays and one becomes unavailable, all backup data ends up corrupted,
resulting in total data loss.

U N ITR E N D S Chapter 3: Determining your Storage Strategy

AKaseya company




16 Deployment Guide for Unitrends Backup
on Hyper-V

Release 10.9 | July 2025

Unitrends

Back
ackup Recommendations

Storage
Component

All These recommendations apply to all Unitrends Backup storage (initial disk, initial backup storage,
and additional backup storage):

Unitrends strongly recommends using hypervisor-certified storage arrays on Hyper-V's
hardware certified list for deploying Unitrends Backup appliances.

Once you have selected a type of backup storage, Unitrends recommends using the same
type of storage to add more backup storage in the future.

Do not use Storage Migration. Storage must remain in a fixed location.

Unitrends recommends using DAS, internal to the hypervisor, or to leverage SAN or NAS
storage that you expose to the hypervisor.

You can create VHD(X)s on storage internal to the hypervisor (DAS).

You can expose a SAN or NAS to the hypervisor and use the hypervisor to create a volume
from this storage. You can then select this volume to create VHD(X)s.

For optimal performance and scalability, add VHD(X) disks to SCSI controllers.

To use external SAN or NAS storage that is directly attached to the Unitrends Backup VM,
follow these recommendations:

Unitrends does not recommend attaching external storage directly to the Unitrends
Backup VM. If you do choose to connect external storage to the Unitrends Backup
VM directly over network protocols (CIFS, NFS, or iSCSI), make sure to use a
supported vendor from the list in Supported external storage vendors for use with
Unitrends Backup appliances.

The shares or LUNs used by the Unitrends Backup VM should be dedicated to that
Unitrends Backup VM and not shared by other virtual machines, applications, etc.

You can deploy the Unitrends Backup VM on a hypervisor in a cluster configuration and
use shared storage. However, in this configuration, the Unitrends Backup VM should use
a dedicated NAS share or SAN LUN.

For best performance with SAN storage, use a thick-provisioned LUN and a fixed size VHD
(X).

Chapter 3: Determining your Storage Strategy UNITRENDS
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Unitrends
Backup

Storage
Component

Initial disk

Recommendations

You create the Unitrends Backup VM by deploying the VHD file. During deployment (described in
"Step 3: Deploy the Unitrends Backup VM" on page 23), you make various selections within your
hypervisor, including the volume and disk format used to create the initial disk for the Unitrends
Backup VM.

The initial disk can reside on DAS, internal to the hypervisor, or on external storage attached to the
hypervisor.

If you intend to use external storage attached directly to the Unitrends Backup VM as the
initial backup storage, be sure to use the same external storage array for both the initial
disk and the initial backup storage.

Initial backup
storage

You must add a minimum of 200GB of initial backup storage (see "Step 4: Attach backup storage
(if needed)" on page 36). The following requirements and recommendations apply:

For disaster recovery, it is important to know which VHD(X), LUN, or share was used as the
initial backup storage, so make sure to keep a record of your selection.

If you opt to use a LUN attached to the hypervisor for the Unitrends Backup VM'’s initial disk,
do not attach that LUN directly to the Unitrends Backup VM to use as backup storage. Allocate
a separate LUN (on the same array) to use as backup storage instead.

Additional configuration is required if you are using external CIFS or NFS storage attached to
the Unitrends Backup VM as the initial backup storage. For details, see Special Configuration
for NFS or CIFS with UB Initial Deployment Storage.

How you set up the initial backup storage varies by storage type and deployment method:

If you are using added disk storage and deploying with the VHD file, you must add a VHD(X) to
the Unitrends Backup VM by using the Hyper-V host (see "Step 4: Attach backup storage (if
needed)" on page 36). The appliance automatically uses the first VHD(X) disk that was added
to the Unitrends Backup VM as the initial backup storage.

If you are using external SAN or NAS storage attached directly to the Unitrends Backup VM,
you must expose the storage to the Unitrends Backup VM and add it as initial backup storage
in the Unitrends Backup Ul after completing the Quick Setup Wizard (see "Step 6: Add the
initial backup storage device if using external storage directly attached to the Unitrends
Backup VM" on page 46).
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backup
storage
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Recommendations

It is a best practice to add storage in the same way you created the initial backup storage.
Unitrends recommends expanding storage for best performance, but you can add a separate
storage area of roughly the same size if necessary.

When you add attached disk or external NAS or SAN storage, the VHD(X)s, LUNs, or shares display
in the Unitrends Backup Ul as /dev/sdx/. The x indicates alphabetically the order in which the
storage was added.

For example, the initial disk is always /dev/sda/, the initial backup storage is /dev/sdb/, the next
would be /dev/sdc/, and so forth.

The following requirements apply to additional backup storage:

Your backup storage devices must be at least 200GB to enable deduplication or to use the
device as a backup copy target.

As you add more storage, be sure to add resources to the Unitrends Backup VM, such as CPU
and memory.

You can expand backup storage only across new disks. To expand the existing backup
storage, you must add a new virtual disk. Expanding an existing VHD(X) or growing a SAN
volume is not supported.

Examples of
expanding
storage

To add backup storage, Unitrends recommends expanding your initial backup storage to include
the newly allocated space. Once storage is expanded in the Unitrends Backup Ul, the appliance
treats the original disk and added disks as one larger data volume.

Expanding storage is only supported for added disk storage (DAS or external storage
attached to the hypervisor).

See the following examples:

To expand DAS storage, use the hypervisor to add a new VHD(X) that uses the same volume
you selected for the initial backup storage. Then use the Unitrends Backup Ul to expand
existing storage to include the new disk.

To expand SAN or NAS storage that is exposed to the hypervisor, add a new share or LUN to
the hypervisor, then use the hypervisor to add the share or LUN to the volume that was used
for the initial backup storage. Create a VHD(X) using this volume. Once the VHD(X) is created,
use the Unitrends Backup Ul to expand existing storage to include the new disk.

For details on expanding storage, see Procedures for adding attached disk backup storage in
the Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.
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Unitrends

Back .
ackup Recommendations

Storage
Component

Examples of | If expanding storage is not an option, or you need to create a distinct storage area, you can add a
adding separate storage device to your appliance. The storage you add is treated as a separate storage
storage area. This approach allows you to set up backups to write to a specified device.

See the following examples:
DAS or external storage attached to the hypervisor -

Use the hypervisor to create a volume and VHD(X) from the storage you added. Then go to the
Add Backup Storage dialog in the Ul, click Create a separate storage area for an alternate
backup device and select the type Added Disk. Select the disk to add.

External storage attached to the Unitrends Backup VM -

If you used an external NAS or SAN storage array attached directly to the Unitrends
Backup VM for the initial backup storage, use the same storage array for all
additional backup storage.

Allocate additional space on the NAS and expose it to the Unitrends Backup VM. Then go
to the Add Backup Storage dialog in the Ul, click Create a separate storage area for an
alternate backup device and select the type CIFS or NFS. Enter the IP address of the
NAS and other required information.

Allocate additional space on the SAN and expose it to the Unitrends Backup VM. Then go
to the Add Backup Storage dialog in the Ul, click Create a separate storage area for an
alternate backup device and select the type iSCSI. Enter the IP address of the SAN and
other required information.

For details on adding storage, see Procedures for adding attached disk backup storage and
Procedures for adding external storage in the Administrator Guide for Recovery Series,
Recovery MAX, ION/ION+, and Unitrends Backup.
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Chapter 4: Deploying a Unitrends Backup
Appliance

Deployment consists of creating the Unitrends Backup VM, attaching backup storage, and configuring appliance
settings.

To create the Unitrends Backup VM, you deploy a VHD file. During deployment, you define network and storage settings
for the appliance.

The following steps summarize the procedures used to deploy your Unitrends Backup appliance. Detailed instructions
for each procedure follow:

Required steps vary depending on the type of storage you are using. Step 4: and Step 6: may not be
required.

"Step 1: Set up storage on the hypervisor"

"Step 2: Download the Unitrends Backup VHD" on page 22

"Step 3: Deploy the Unitrends Backup VM" on page 23

"Step 4: Attach backup storage (if needed)" on page 36

"Step 5: Set up the appliance using the Quick Setup Wizard" on page 41

"Step 6: Add the initial backup storage device if using external storage directly attached to the Unitrends
Backup VM" on page 46

"Step 7: (Optional) Modify deduplication settings" on page 49
"Step 8: Register and license the Unitrends Backup appliance" on page 50

"Step 9: Start protecting your environment" on page 54
Set up storage on the hypervisor

Verify that the hypervisor has enough storage available:
100GB for the Unitrends Backup VM's initial disk.
At least 200GB for the initial backup storage.
If necessary, add storage. Storage options are described in the following table.

For more on storage, see "Determining your Storage Strategy" on page 15.
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Storage option Requirements

Use added disk (DAS or external) storage for Verify that the hypervisor has enough storage to create the initial
both the initial disk and initial backup storage | disk and the initial backup storage.

recommended
( ) To use external storage (rather than DAS), use the hypervisor to

add the SAN or NAS and to create the associated volumes.

Use added disk external storage for the VM's To use external storage that is directly attached to the Unitrends

initial disk, and use external storage directly Backup VM for the initial backup storage, Unitrends recommends
attached to the Unitrends Backup VM for the that you use external storage on the same array for the VM's initial
initial backup storage (not recommended) disk.

Use the hypervisor to add the SAN or NAS and to create the
associated volume to use for the initial disk. You will select this
volume while deploying the Unitrends Backup VM to create the
initial VHD(X) disk (in "Step 3: Deploy the Unitrends Backup VM").

Deploy using storage containing backups from | Verify that the hypervisor has enough storage available to create
another Unitrends Backup appliance the initial disk. You will add the storage that contains backups after
you deploy the Unitrends Backup VM (as described in "Step 4:
Attach backup storage (if needed)").

Download the Unitrends Backup VHD

A VHD file deploys the Unitrends Backup VM.
To download the VHD:
Go to https://helpdesk.kaseya.com/hc/en-gb/articles/4407526882193-Unitrends-Downloads.

Scroll down to Unitrends Backup Virtual Appliance Deployments.

Click the .VHD link in the Microsoft Hyper-V row.
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Unitrends Backup Virtual Appliance Deployments

For existing customers looking to redeploy an instance of Unitrends Backup, the following installer downloads are available (right-click and "Save As.."):

Environment Applies To Format
VMware vSphere VMware 5.x - 8.0 OVA
Microsoft Hyper-V Windows Server 2008 R2-2022 VHD

Nutanix AHV Nutanix AHV 5.1-6.5 NMDK

Alternatives Alternative deployments to Azure, Hyper-V and XenServer Link

Ready to register and activate your Unitrends Backup? Follow the knowledge article Registering a Unitrends Backup - Activating your Product -
Licensing (Internet or Air Gap) to apply for your permanent license.

Naote: Be sure to activate your Unitrends Backup before the 30-day trial expires to ensure there is no gap in your protection.

The VHD file is 5,977.2 MB. Be sure to download to a location that has at least 5,977.2 MB of
available space.

If you are deploying on Windows Server (non-core), download the VHD and place it in a location that can
be accessed by Hyper-V Manager on the Windows server.

You can download directly to the Windows server or download to a different machine. If you download to a
different machine, copy the VHD to a network location or to the Windows server itself by using a CD, DVD,
or USB drive.

If you are deploying on Windows Server Core or Hyper-V Server, download the VHD to an alternate
machine on the same network, then copy the VHD to the Hyper-V server. Example VHD target directory
on the Hyper-V server: C:\HyperV\VHDs.

Deploy the Unitrends Backup VM

Deployment instructions remain the same whether you are setting up Unitrends Backup with new storage or with
storage that contains backups from another Unitrends Backup appliance. Use the following procedure:

"Deploying with VHD" on page 23

Deploying with VHD

Deployment procedures vary by server operating system. For detailed steps, see one of the following procedures:
"Deploy the VHD to Windows Server Hyper-V"
"Deploy the VHD to Windows Server Core Hyper-V or Hyper-V Server" on page 29

Deploy the VHD to Windows Server Hyper-V
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Use these steps to deploy the VHD to Windows Server Hyper-V:
Log in to the Windows server and launch Hyper-V Manager.

Right-click the Hyper-V server and select New > Virtual Machine.

EE] Hyper-V Manager

File Action View Help Select New > Virtual M -
= 2[F B = achine

33 Hyper-V Manager ‘
0—;; PAULC-MNE Virtual Machines
| 3 Virtual Machine...

Mew
Right-click Hyper-V server

mport Virtual Machine... Hard Disk...
Floppy Disk...
Off
Off
Off

Hyper-V Settings...
Virtual Switch Manager...
Virtual SAN Manager...

Edit Disk...
Inspect Disk...

Stop Service
Remove Server

Refresh
Wiew 3

Help

Click Next.

- New Virtual Machine Wizard -

P L-' Before You Begin
L 3

Before You Begin This wizard helps you create a virtual machine. You can use virtual machines in place of physical
computers for a variety of uses. You can use this wizard to configure the virtual machine now, and
wou can change the configuration later using Hyper-V Manager.

Spedify Name and Location

Specify Generation
= To create a virtual machine, do one of the following:

Assign Memory
) « Click Finish to create a virtual machine that is configured with default values.
Configure Networking » Click Next to create a virtual machine with a custom configuration.

Connect Virtual Hard Disk
Installation Options

Summary
["] Do not show this page again

| MNext = || Finish || Cancel

Enter a Name for the Unitrends Backup VM. Click Next.
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LY New Virtual Machine Wizard -
P ;-’I Specify Name and Location
= 1

Before You Begin Choose a name and location for this virtual machine.

Spedfy Name and Location The name is displayed in Hyper-V Manager. We recommend that you use a name that helps you easily
Specify Generation identify this virtual machine, such as the name of the guest operating system or workload.

Assign Memory Mame: 1 l Enter VM name _

Configure Networking You can create a folder or use an existing folder to store the virtual machine. If you don't select a

Connect Virtual Hard Disk folder, the virtual machine is stored in the default folder configured for this server.
Installation Options [[] store the virtual machine in a different location
Summary i
| 52
| < Previous | | MNext = ,I | Finish | | Cancel |

Select Generation 1 or Generation 2 to specify the virtual hardware generation of the Unitrends Backup VHD disk.
Click Next.

Y Mew Virtual Machine Wizard -

g | Specify Generation . .
‘* Select Generation 1 or Generation 2

Before You Begin Choose neration of this virtual machine.
Spedfy Name and Location (® " Generation 1 .
Spedify Generation This virtual machine generation provides the same virtual hardware to the virtual machine as in

Assign Memory previous wersions of Hyper-V.,

Configure Networking ) Generation 2

This virtual machine generation provides support for features such as Secure Boot, SCSI boot, and

EamecHiinAlat PXE boot using a standard network adapter. Guest operating systems must be running at least

Installation Options Windows Server 2012 or 64-bit versions of Windows 8.
Summary 1, Once a virtual machine has been created, you cannot change its generation.
| < Previous | | Mext >, | | Finish | | Cancel

Assign Startup memory (minimum required is 8192 MB). Click Next.
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iy New Virtual Machine Wizard -

| . Enter memory
[ | Assign Memory 1 o
‘* (8192 MB minimum)

Before You Begin Specify the amount of memory to allp€ate to this virtual machine. You can specify an amount from 32
MB through 13328 MB. To improyg®performance, specify more than the minimum amount recommended

Specify Name and Location for the operating system.

Specify Generation
Assign Memory

Startup memary:

. ["] Use Dynamic Memory for this virtual machine.
Configure Metworking

- . 0 When you dedide how much memory to assign to a virtual machine, consider how you intend to
Connect Virtual Hard Disk ~ use the virtual machine and the operating system that it will run.

Installation Options

Summary

| < Previous | | Mext >/| | Finish | | Cancel

Select a network adapter from the Connection list. Click Next.

LY New Virtual Machine Wizard -
f ; | Configure Networking

== y

Before You Begin Each new virtual machine indudes a network adapter. You can configure the network adapter to use a

virtual switch, or it can remain disconnected.
Spedify Name and Location

Specify Generation Connection: |InheI(R) 82574 Gigabit Network Connection - Virtual Switch Phs |

Assign Memory

Configure Networking o/
Connect Virtual Hard Disk Select a net | japter
Installation Options

Summary

-
< Previous | | Next = | | Finish | | Cancel |

Connect the Unitrends Backup VHD:
Select Use an existing virtual hard disk.
Browse to the folder where you copied the VHD and select the VHD file (HyperV-UB-release.vhd).

Click Next.
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Y New Virtual Machine Wizard -|
s Open -
[ *-‘ Connect Virtual Hard Disk (-l - 1 « BigV... » Unitrends Backu...
=
Organize Mew folder = v [
Before You Begin A virtual machine requires storage so [l MName - Date modified Type
Py lae storage now or configure it later by m| /8 This PC - e = o
. = erV-UB-10.5.0-1.v /28 153 ard Disk Ima2
Spedfy Generation ) Create a virtual hard diskc 58 Con W2260 it
Assign Memory Use this option to create a YHDX, | = BigVol (69
Configure Networking vhdx DVD Drive (H:) UL, [ m >
File name: | HyperV-UB-10.5.0-1.vhd v| [Virtual hard disk files (*avhd:™. ]
Summary
Open | | Cancel ‘
07‘ Use an existing virtual hard disk

Use this option to attach an existing virtual hard disk, either VHD or VHDX format.

Location: | |LBrcwse..‘ |

2 Attach a virtual hard disk later
Use this option to skip this step now and attach an existing virtual hard disk later.

< Previous | ‘ Next>/‘ |

Finish | | Cancel

Review VM details. Click Finish. (Or click Previous to modify VM settings).

e New Virtual Machine Wizard

[ &-‘ Completing the New Virtual Machine Wizard
e b

Befare You Begin You have successfully completed the Mew Virtual Machine Wizard. You are about to create the
following virtual machine.
Specify Mame and Location 9

Specify Generation Description:

Assign Memory MName: Doc-UB-2
Configure Netwarking Generation: GETErahon 1
Memory: 8152mMB

Connect Virtual Hard Dis Metwork: Intel(R) §2574L Gigabit Network Connection - Virtual Switch

To create the virtual machine and dose the wizard, dick Finish.

Hard Disk:  C:\Users\Public\Documents\Hyper-v\Wirtual hard disks\Doc-UB-2. vhdx (VHD¥, dynamica

-

The VM is created and displays in Hyper-V Manager.
Right-click the VM and select Settings.
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EE] Hyper-V Manager \;Ii-

File Action View Help

@ »E =

Hyper-V Manager
55 PAULC-N8 Virtual Machines
Mame - State CPU Usage Assigned Memory Uptime Status
o 3 Debian_restore_testing Paused 0% 1024 MB 00:06:41
Unitrends-Backup Off CopEEte
Ving_M1 of Settings.. —g Select Settings
Wing_VM2 Off Start
LCheckpoint
Move...
Export...
Rename...
- Delete...
Checkpoints =eee L=
Enable Replication...
Thes Help ts.

Set the number of virtual processors that will be assigned to the VM. Click Apply, then OK:

You must assign a minimum of 2 virtual processors.

=F Hyper-V Manager =B -

File Action View Help

+=| 7= B
- v 4 pr D
==} Hypar-\f Manager ) -
Sl PAULC-NB Virtual Machine |# Hardware ~ [] erocessor
N - !" Add Hardware
name [ g1os ‘fou can modify the number of virtual processors based on the number of processors on

= Debian_restore_tes - I the physical computer. You can also modify other resource control settings.

2§ \9 Select 2 or more
Resource contral [FEEEEes

‘fou can use resource controls to balance resources among virtual machines.
Processor

Virtual machine reserve (percentage):
2 Virtual processors @ ge) El

= B IDE Contraller 0 Percent of total system resources: 0
+| o Hard Drive

. Security
Unitrends-Backup -

Wi Memory

pery/- §-2,vhd Wirtual machine limit (percentage):
1] Hard D
- _a.r. N _rwia_ Percent of total system resources:

8 IE Controller 1
DVD Drive

Checkpoints

Relative weight:

&l scst C‘UFI‘IIU”E[ /A, Some settings cannot be modified because the virtual machine was in the following
state when this window was opened: running.

¥ ork Adapter To modify a setting thatis unavailable, shut down the virtual r@iﬂwen
7574 minshit sl Bae L0 | vannan e i Arans 't
v

Cancel

Right-click the VM and select Start.
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EEl Hyper-V Manager - | o [
File Action View Help
e nE =
33 Hyper-V Manager
S3 PAULC-NB Virtual Machines
MName = State CPU Usage Assigned Memory  Uptime Status
0 é, Debian_restore_testing Paused 0% 1024 MB 00:06:41
n 3 Unitrends-Backup Off o
Right-click the VM [[EEmsrEym off Settings...
=
3 Win8_VM2 Off Start Select Start
Checkpoint
Move...
Export...
Rename...
= Delete... ¢
Checkpoints e — &
Enable Replication...
The s Help its
- : = -
a4 Hyper-V Manager
File Action Wiew Help
e HnE B =
33 Hyper-V Manager
23 PAULC-N2 Virtual Machines
MName - State CPU Usage Assigned Memory  Uptime Status
é, Debian_restore_testing Paused 0% 1024 MB 00:06:41

29

S Unitrends-Backup Off
3 wing_vm1
3 Wing_ym2

PAULC-N8: 1 virtual machine selected.

Do one of the following:
If the VM's network adapter has DHCP available, proceed to "Attach backup storage (if needed)" on page 36.

If DHCP is not available or if you prefer to assign a static IP address, proceed to "To set up the appliance with
a static IP address" on page 31.

You must assign a static IP address if you intend to use the appliance as a hot backup copy target.
Make a note of the appliance IP address. You will need it later to log in to the appliance user interface.
Deploy the VHD to Windows Server Core Hyper-V or Hyper-V Server
Use these steps to deploy the VHD to Windows Server Core Hyper-V or Hyper-V Server:

Log in to the host server.

Launch PowerShell:

# Powershell

Enter the following command:
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# New-VM -Name “Unitrends Backup” -Path “full path to_storage_location”
-MemoryStartupBytes 8GB -VHDPath “full path_to_vhd location”

Where:

Unitrends Backup is the name of the Unitrends Backup VM that will be created from the VHD.

full_path_to_storage_location is the full path to the HyperV-UB-release.vhd that you downloaded from
Unitrends.

The VHD that you downloaded from Unitrends is used as both the storage location and the VHD
location.

full_path_to_vhd_location is the full path to the HyperV-UB-release.vhd that you downloaded from Unitrends.
Example where the VHD resides in C:\HyperV\VHDs:

# New-VM —-Name “Unitrends Backup” -Path “C:\HyperV\VHDs” -MemoryStartupBytes 8GB
-VHDPath “C:\HyperV\VHDs”

Set the number of virtual processors by entering this command, where 2 is the number of processors that will be
assigned to the VM:

You must assign a minimum of 2 virtual processors.
# SET-VMProcessor —-VMName “Unitrends Backup” -Count 2

Assign a virtual switch to the Unitrends Backup VM by issuing these commands:

(Optional) Enter this command to list the virtual switches on the Hyper-V server:

# GET-VMSwitch

Enter this command to assign a virtual switch to the VM, where name_of_vswitch is the name of the virtual
switch:

# GET-VMSwitch -VMName “Unitrends Backup” | GET-VMNetworkAdapter | Connect-
VMNetworkAdapter -Switchname “name of vswitch”

Example where Production is the switch name:

# GET-VMSwitch —-VMName “Unitrends Backup” | GET-VMNetworkAdapter | Connect-
VMNetworkAdapter —-Switchname “Production”

Enter this command to list the VMs on the server:

# GET-VM

The Unitrends Backup VM displays in the list in a powered off state.

Enter this command to start the Unitrends Backup VM:
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# Start-VM “Unitrends Backup”

Do one of the following:

If the VM's network adapter has DHCP available, proceed to "Step 4: Attach backup storage (if needed)" on
page 36.

If DHCP is not available or if you prefer to assign a static IP address, proceed to "To set up the appliance with
a static IP address".

You must assign a static IP address if you intend to use the appliance as a hot backup copy target.

Make a note of the appliance IP address. You will need it later to log in to the appliance user interface.

To set up the appliance with a static IP address
If you are deploying by using storage from another Unitrends Backup appliance that contains backup data,
you can enter the same network settings as the original appliance or use different network settings.
Connect to the Unitrends Backup VM by using one of the following methods:

Hyper-V Manager - From Hyper-V Manager, right-click the Unitrends Backup VM and select Connect.

The Unitrends Backup VM must be powered on. If necessary, right-click the VM and select Start.

EE] Hyper-V Manager = I:'-
File Action View Help
e« aE A=

=3 Hyper-V Manager
@ PAULC-NB Virtual Machines

Name State CPUUsage  Assigned Memory  Uptime Status
5 Debian_restors testing Paused 0% 1024 MB 00:06:41

Connect...

Settings...

Turn Off...
Shut Down...
Save

Pause

Reset

Command line - Navigate to C:\Program Files\Hyper-V\ and enter this command, where hyper_v_server is
the name of the Hyper-V server and virtual_machine_name is the name of the Unitrends Backup VM:

# vmconnect.exe hyper v_server “virtual machine_name”

Example where the Hyper-V server is HYHOST and the VM is Unitrends Backup:

# vmconnect.exe HVHOST “Unitrends Backup”

The remaining steps are run from the Unitrends Backup Console Interface. On these screens, you select a menu
option by entering a number in the Please enter choice field.
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As you complete each step in the Unitrends Backup Console Interface, you are presented with the next
configuration screen.

You can press Enter to accept the default or current setting.

On the Console Interface screen, enter 1 in the Please Configure Console Access Password... field.

Unitrends Backup
Console Interface

Console ficcess Password Setup

1.
Z. HNetwork Setup

3. Firewall Settings

4. Advanced Dptions Enter 1

Please Configure Console Access Password to proceed further: 1

To change the direct console password, enter a new password, then enter the password again to confirm.

This is the root operating system password that accesses the console. This password does not access the
Ul. (You will change the Ul password in "Step 5: Set up the appliance using the Quick Setup Wizard" on
page 41.)

All appliances are deployed with these default operating systems credentials: user root, password
unitrends1. For appliance security, you must change this password.

[Password should be at least 8 characters
[Password should not contain the forbidden word Unitrend (case insensitiuve)

New password: 2 Enter new password again to confirm

Retype new password:
|passud: all authentication tokens updated successfully.

On the Console Interface screen, enter 2.
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Unitrends Backup
Console Interface

Console Access Password Setup
Network Setup

1.

Z.

3. Firewall Settings
4. Advanced Options

P

lease enter choice: 2 Enter 2

Manage System using the web-based interface at one of the following:
ethd - http:--18.18.18.1

On the Initial System Setup Menu screen, enter 1 in the Please enter choice field.

Unitrends Backup
Initial System Setup Menu

Conf igure IP, Netmask and Gateway
Conf igure DN3S

Conf igure IPMI LAN

Conf igure DHCP

Network Test

Back

lease enter choice: 1 Enter 1

Enter a number in the Select a network adapter field. For example, enter O to select ethO.

B. etha
Enter a number to select an adapter. If your
Select a metwork adapter: B appliance has multiple adapters, each are listed. In
this example, the appliance has one adapter (eth0).

EnterY in the Edit network configuration field. Then enter an IP address, Netmask, and Gateway. Review the
settings and enterY to save.

Network Adapter: ethd

Current IP address: 18.18.18.1
Current Netmask: ""255.255.255.8"
Current Gateway: n/a

Edit network configuration? [n/Y1: Y

Current IP address: 18.18.18.1
Enter new System IP Address: Enter an IP address for the

Unitrends appliance
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Current Netmask: “255.255.255.8"
Enter new System Hetmask: Enter new netmask or press
Enter to accept the default

Current Gateway: n-sa
Enter new Network Gateway: 19L.00L.L... Enter gateway IP address

Adapter: etha |i

Current IP address: 16.18.18.1
Current Netmask: "Z55.255.255.8"
Current Gateway: nsa

New IP address: 19 el W i
Hew Hetmask: "Z55.255.255.8"
New Gateway: 100 el mEm L

Commit network configuration changes? [ns¥1: ¥ S setiing

- (or N to modify settings)

To configure DNS settings, enter 2, then enter Y to edit. Enter the Primary DNS IP address, a Secondary DNS IP
(optional), and a DNS Domain. Review the settings and enter Y to save.

Unitrends Backup
Initial System Setup Menu

Conf igure IP, Hetmask and Gateway
Conf igure DN3

Conf igure IPMI LAN

Conf igure DHCP

Network Test

Back

lease enter choice: 2

Current Primary DNS: n/a
Current Secondary DN3S: n-a
Current DNS Domain: hyperv-ub
Edit DHS configuration? I[n-¥1: ¥

Current Primary DN3: n-a
Enter new Primary DNS: 1%L, L. Enter IP of primary DNS server

Chapter 4: Deploying a Unitrends Backup Appliance U NITREND S

A Kaseya company




Deployment Guide for Unitrends 35
Backup on Hyper-V

Release 10.9 | July 2025

Current Secondary DNS: wra 3
Enter new Secondary DNS: 10_ e o CoB - (Optional) Enter IP of
(Leave blank if no secondary DNS desired) secondary DNS server

Current DNS Domain: hyperv-ub
Enter new DN3 Search Domain: unitrends.com

Current Primary DNS: nsa
Current Secondary DN3: nra
Current DHS Domain: hyperv-ub

New Primary DNS: 19 8
New Secondary DNS: 197 T T nae
New DNS Domain: unitrends.com

Enter Y to save settings
(or N to modify settings)

Commit DNS configuration changes? I[nsY¥1:Y

To exit network setup, enter 6.

Unitrends Backup
Initial System Setup Menu

Conf igure IP, Netmask and Gateway
Conf igure DNS

Conf igure IPMI LAN

Conf igure DHCP

Network Test

Back

Please enter choice: 6

Exit the VM console.

0t Unitrends-Backup on FR.JZ. W2 - Virtual Machine Connection = [ =
File Action Media Clipboard View Help

2000 N

Unitrends Backup
Comsole Interface

Network Setup

Console fAccess Password Setup
Firewall Settings

Advanced Options

Please enter choice:

Manage System using the web-based interface at ome of the following:
ethB - hito:--100. 000 0 0. 000 v
< m >

Status: Running

Proceed to "Step 4: Attach backup storage (if needed)".
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Attach backup storage (if needed)

If you ran the EXE installer and selected the option to create the virtual disk, the initial backup storage has
already been attached. Proceed to "Step 5: Set up the appliance using the Quick Setup Wizard" on page 41.

In this step you will attach the initial backup storage. Note that once you finish deploying and setting up your Unitrends
Backup appliance, you can add disks, LUNs, or shares at any time to increase backup storage capacity.
Attach backup storage using one of the procedures in this section if either of the following apply to your deployment:

You deployed the Unitrends Backup VM by using the VHD file.

Instructions for attaching storage vary by whether you are setting up the Unitrends Backup with new storage or with
storage that contains backups from another Unitrends Backup appliance. See one of the following topics:

"Attaching new backup storage"

"Attaching storage that contains backups from another appliance" on page 37

Attaching new backup storage

For new backup storage, you can use added disk storage (DAS or external storage attached to the hypervisor) or
external storage attached directly to the Unitrends Backup VM. The initial disk is added to an IDE controller, but for
optimal performance and scalability, you should add all additional disks to SCSI controllers and use VHD(X) disks
where possible.

See the following topics for details:
"Added disk storage attached to the hypervisor"

"External storage attached to the Unitrends Backup VM"

Added disk storage attached to the hypervisor

If you deployed with the VHD file, add a VHD(X) to the Unitrends Backup VM by using Hyper-V Manager. The appliance
automatically uses the first VHD(X) disk added to the Unitrends Backup VM as the initial backup storage. Once you
have added the VHD(X), proceed to "Step 5: Set up the appliance using the Quick Setup Wizard" on page 41.

See the following Microsoft documents for details on creating and adding a virtual disk:

To create a virtual hard disk

To add a hard disk to a virtual machine

External storage attached to the Unitrends Backup VM

To use external NAS or SAN storage attached directly to the Unitrends Backup VM, add the share or LUN and expose it
to the Unitrends Backup VM. You will select the share or LUN to use as the initial backup storage after you complete
the steps in the Quick Setup Wizard. Once you have added storage and exposed it to the Unitrends Backup VM,
proceed to "Step 5: Set up the appliance using the Quick Setup Wizard" on page 41.
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Attaching storage that contains backups from another appliance

Use one of the procedures in this section to attach storage that contains backups from another Unitrends Backup
appliance.

IMPORTANT!

You must configure all storage that contains backup data from another Unitrends Backup appliance before you
do "Step 5: Set up the appliance using the Quick Setup Wizard". If you add this storage after you set up the
appliance, any data on the storage is deleted.

Attaching backup storage that contains backups from another Unitrends Backup appliance is supported only if
the original appliance is running the same operating system as the newly deployed appliance. Appliances
deployed with version 10.3.6 or higher run CentOS 7. Appliances deployed with older versions run CentOS 6. To
check the appliance Recovery OS version, click on ? > About:

u
UNITRENDS S L e o B
A
BACKUP SUMMARY Sl &S GotQ p )

@ Protect <

N . Community
. About this Appliance (-]

Open Support Tunnel

g Jobs SOFTWARE INFORMATION HARDWARE INFORMATION r
5 Register asset for support
G eeols Appliance Name jmis-appliance-1510 Appliance Type unknown
@ Configure Product Tour

Appliance IP Address | 1€ 0 Processor Type Intel(R) Xeon(R) CPU E5-2620 v4 @ 2.10GHz

2

Feedback
Appliance Version 10.7.6-1.202306191632.Cent0S7 Processor Cores 2

About

Recovery0S Version Cent0S7 7.9.2009 Processor Cache 20480 KB
What's New New

Install Date Wed 21 Jun 2023 09:26:41 AM EDT Processor Frequency 2.099998 GHz . _
v10. -2023-06-19
Y-t il 2@

Asset Tag 01cf247a-1c65-4695-a162-83116cbbef80 0 , 0 0
Type Firefox protected Average Speed
Bfs

Memory (GB) 7.821 6B
BROWSER INFORMATION

- MAC Address 000c2926cata
Screen Resolution 2560 x 1440

TRANSFER RATE
a8/s

Copyright @ Unitrends, Inc. 2015-Present, All Rights Reserved

Close -
06/23  06/z4  0&/25  08/26 06/  06/28

H Logical M Physical

Instructions for attaching storage that contains Unitrends backups vary by whether the storage was attached directly to
the original VM or attached through the hypervisor.

See the following topics for details:
"Backup data on disks that were attached to the original Unitrends Backup VM through the hypervisor "
"Backup data on external storage that was connected directly to the original Unitrends Backup VM"
Backup data on disks that were attached to the original Unitrends Backup VM through the hypervisor

If your backup data resides on VHD(X) disks, you must attach the VHD(X) disks to the Unitrends Backup VM by using
Hyper-V Manager before setting up the appliance.
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IMPORTANT! Be sure to attach the VHD(X) disk that was used as the initial backup storage first (before adding any
other VHD(X) disks). The appliance automatically uses the first VHD(X) disk you attach as the initial
backup storage. Adding the wrong VHD(X) disk first will yield undesirable results. The appliance then
recognizes all other attached disks and can access all existing backup data.

To add a VHD(X) that contains backups from another Unitrends Backup appliance:
Access your Hyper-V server using Hyper-V Manager.

Power off the original Unitrends Backup VM.

33 Hyper-V Manager - | o
File Action View Help
&= 2w 3o
_;_:j Hyper-V Manager
S8 PAULC-NB Virtual Machines
Ne'dﬂy MName - State CPU Usage Assigned Memory Uptime Status
depl 1 VM | éJ Debian_restore_testing Running 1% 1024 MBE 02:48:59
Doc-UB-2 Running 0% me 00:07:07
;; Unitrends-Backup Off
| WAL R Off Original VM is powered off
| Win8_VM2 Off
< m >

PAULC-M8: 1 virtual machine selected.

Identify the disk(s) that you want to add to the newly deployed VM by doing these steps:
Right-click the original VM and select Settings.

= Hyper-V Manager = [ = -
File Action View Help
e 2[E B
_:_:j Hyper-V Manager
S8 PAULC-NB Virtual Machines
MName “ State CPU Usage Assigned Memory Uptirme Status
é Debian_restore_testing Running 1% 1024 MB 02:56:20
éJ Doc-UB-2 Running D% 4056 MB 00:14:25
- Unitrends-Backup
Connect...
Edit settings of Settings...
onginal VM — .
. Checkpoint T~
Checkpoints <
Maove...
The selected virtual ma Export...
Rename...
Delete...
Unitrends-Backup Enable Replication...
[ Created: 123171600 7:00:00 REE

Select each hard drive to view details. Note the name and location of the disks you will add to the newly
deployed VM.
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You must add all backup storage disks from the original VM.

Do not add the Hard Drive created under IDE Controller O. This disk was created during VM deployment
and is NOT used to store backups.

You must add the first backup storage disk created under SCSI Controller before you add any other

backup storage disks.

In our example, the VM has only one backup storage disk:

e Settings for Unitrends-Backup on PAULC-N8

Unitrends-Backup

v 4 » G

_EI-

"} Virtual Hard Disk Properties [-[=/F

This is the VM's initial | rrmrs—"
disk and is not used for ] Add Hardware
backup storage. Do L
NOT add this disk to the

newly deployed VM.

~

- chunmner 0

This Unitrends Backup VM | =eItPY
has only one backup None
storage disk

(Unitrends_Backup.vhdx).
If there were ather disks,

you would add them after
Unitrends_Backup.vhdx

had been added.

Diskette Drive
Management
|| Mame

i_ Integration Services

| Checkpoint File Location

mart Paging File Location

i Hard Drive

General

‘fou can change how this virtual hard disk is attached to the virtual machine. If an
operating system is installed on this disk, changing the attachment might prevent the
wirtual machine from starting.

Format: VHDX

Type: Fixed size virtual hard disk
Controller: Location:
SCSI Controller v | |0 (in use
| | @ ) Location: G:\Doc-UB
Meda File Uritrends_Backup. vhd
You can compact, convert, expand, merge, reconnect or shrink a virtual hard disk e lames nitrEnes_Backup.vnax

by editing the assodated file. Specify the full path to the file.
® Virtual hard disk:

Current File Size: 200 GB

Maximum Disk Size: 200 GB

G:\Doc-UBYUnitrends_Backup. vhdx
—
| New | | Edit | | Inspert/‘ ‘ Browse‘.\i
=) Open Click to view details
t | » ThisPC » Big¥ol (G) » Doc-UB / v & | Search Doc-UB L2 ‘
Organize ~  Mew folder =~ [ @
£
MName Dyfe modified Type Size
/M This PC . -
Unitrends-Backup File folder
58 C on W2260 §
- WHD1 File folder

i Local Disk (T:)
—a BigVel (G:)

| a Unitrends_Backup.vhdx 6/14/2018 1:19PM  Hard Disk Image File 209

File name: | w| | virtual hard disk files (*.vha. v |

| Open | | Cancel |

OK | | Cancel

Add the disk(s) to the newly deployed VM by doing these steps:

Right-click the newly deployed VM and select Settings.
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=k Hyper-V Manager - | o=y

File Action View Help

== EI H=

| =5 Hyper-V Manager
58 PAULC-NE Virtual Machines
Mame - State CPU Usage Assigned Memory Uptime Status
;, Debian_restore_testing Running 1% 1024 MB 03:56:10
E, itrEnds-Backup Off o
! i = Wigd Vi1 t: Settings..
of ne B e
= Win8_vVM2 Turm Off..
eployed
< m Shut Down... >
. Save p=
Checkpoints &
Pause
The selected vitual machine | Reset
Checkpeint
Move...
Doc-UB-2
Export...
Created: 6/18/2018 1:13:17 PM e
Version: 50 Enable Replication... ation
Generation: 1 Help

Select SCSI Controller, click Hard Drive, then Add.
Settings for Doc-UB-2 on PAULC-N8 == -

[Doc-UB-2 vl 4 » |G
# Hardware -~ & 5CSI Controller
1 Add Hardware

W BIOS You can add hard drives to your SCSI controller or remove the SCSI controller from the
Eant Fom OO virtual machine.
[ Memory Click Add to add a new hard drive to this SCSI controller,

# [} Processor \9
B IDE Controller 0

# (—w Hard Drive

DVD Drive To remove the SCSI controller from this virtual machine, didk Remove. All virtual hard
one disks attached to this controller will be removed but not deleted.

oK | | Cancel

Select Hard Disk and Virtual hard disk.
Click Browse. Browse to the original VM's first backup storage disk and click Open.

Click OK to add the disk.
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e Settings for Doc-UB-2 on PAULC-N8 = ||= -
Doc-UB-2 vl 4 b |G Open [x]
% Hardware P —— P
1 hdd Herdvare =) Rl © -t » ThisPC » BigVol (G) » Doc-UB v | [ Search Docls 2]
-y ou £ change how this virtual hard disk is sttached to the virhusl machine, T an
ot o 0 operating systemis installed on this disk, changing the attachment might prevent the Grrm e [EfmiT = - 0 @
Boot from 0 virtusl machine from starting ’
B Memary Controller Location: S8 ConW2260  Name Dstemodified  Type size
e Local Disk (C:
® [ Processor [scst controler v|[otnme) hd 8 Local Diske (C) Unitrends-Backup 677/ 27PM  File folder
o aeesear | Quorum (E:
L Lmen ¢ WMedia = & VHD1 M File folder
= B IDE Controller 0 You can compact, convert, expand, merge, reconnect or shrink 3 virtual hard disk a VM Disk (F)

® & Hard Dri by editing the associated file. Specify the full path to the file,
= I IDE Controller

o Unitrends Backupavhdx ~5/14/2018 1519 PR Hard Disk Image 209,719,296 KB
s BigVol (G) =i B g
rends_Backup_H 359——-:@:- Virtual hard disk: G Nt
> DVD Drive 61\Pac-UB\Wunitrends_Backup.vhdx |

File name: | Unitrends_Backup.vhdx v ‘V\rlua\hard diskfiles ( *vhd:*. vl
e 1 3 |
i O Physical hard disk:

# I Network Adapter S

@ 1 the physical hard disk you want to use is ot listed, make sure that the

T com1 disk s offine. Use Disk Management on the physical computer to manage
one physical hard disks.

Z comz
- To remove the virtual hard disk, dick Remove. This disconnects the disk but does not
S delete the associated file.

[ Diskette Drive

:
Q=50 == [ » |

(If needed) If the original VM has multiple backup storage disks, repeat step 4 to add those disks.
After attaching all backup storage disks, proceed to "Step 5: Set up the appliance using the Quick Setup Wizard".
Backup data on external storage that was connected directly to the original Unitrends Backup VM

If the backup data resides on NAS or SAN storage that is connected directly to the original Unitrends Backup VM:
Expose the share or LUN to the new Unitrends Backup VM.

Proceed to "Step 5: Set up the appliance using the Quick Setup Wizard".

Set up the appliance using the Quick Setup
Wizard

To start the setup process, log in to the appliance Ul from any machine on the same network by opening a browser and

entering the appliance’s IP address followed by /ui/. The Quick Setup Wizard launches when you access the Ul for the
first time.

To set up the appliance
Use this procedure to set up the appliance:

Open a browser and connect to your appliance by entering: https://<appliancelP>/ui. For example:
https://10.10.10.1/ui.

Click Accept to accept the license agreement.

UNITRENDS
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O G hitps;//192.1€ 77 fuij#/

Enter appliance IP/ui

Unitrends End User License Agreement

PRODUCTS AND SERVICES LICENSE AGREEMENT

UNITRENDS, INC. CUNITRENDS’) IS WILLING TO LICENSE THE LICENSED HARDWARE
AND SOFTWARE {COLLECTIVELY "PRODUCTS') AND SERVICES TO YOU ['CUSTOMER')
A5 THE INDIVIDUAL, THE COMPANY, THE ORDERING ACTIVITY {IF AN ENTITY
AUTHORIZED TO ORDER UNDER A U.S. FEDERAL GSA SCHEDULE CONTRACT), OR THE
LEGAL ENTITY THAT WILL BE LICENSING AND UTILIZING THE LICENSED SOFTWARE
(REFERENCED BELOW AS"YOU' OR "YOUR' OR "LICENSEE’ OR 'CORPORATION') ONLY
ON THE CONDITION THAT YOU AGGEPT ALL OF THE TERMS OF THIS PRODUGTS AND.
'SERVICES LICENSE AGREEMENT ('AGREEMENT") AND THE LICENSE AGREEMENTS
PUT FORTH ONLINE CONLINE LICENSE AGREEMENTS') AT v unitrends com/legal-
notices (COLLECTIVELY READ THE TERMIS THE
ONLINE LICENSE AGREEMENTS CAREFULLY BEFORE USING THE LICENSED PRODUCTS
ANDSERVICES. THIS IS A LEGAL AND ENFORCEABLE CONTRACT BETWEEN YOU AND
UNITRENDS. 8Y OPENING THE LICENSED SOFTWARE PACKAGE, BREAKING THE
LICENSED SOFTWARE SEAL ACCESSING THE PRODUCTS OR SERVICES, CLICKING THE
"| AGREE" OR 'VES' BUTTON, OR OTHERWISE INDIGATING ASSENT ELEGTRONIGALLY,
ORLOADING THE LICENSED SOFTWARE OR GTHERWISE USING THE LICENSED
PRODUCTS OR SERVICES, ¥OU AGREE TO THE TERMS AND CONDITIONS OF THE
ONLINE LICENSE AGREEMEENTS, EXCEPT IN THE CASE OF LICENSEES THAT ARE THE
U:S. FEDERAL GOVERNMENT OR ENTITIES THEREOF BY ACCERTING THESE TERMS
AND CONDITIONS, YOU ACKNOWLEDGE THAT YOU ARE AUTHORIZED TO ENTER THIS
AGREEMENT ON BEHALF OF THE CORPORATION. IF YOU DO NOT AGREE TO THESE
‘TERMS AND CONDITIONS OR ARE NOT AUTHORIZED TO ENTER INTO THIS
AGREEMENT GLIGK THE "1 DO NOT AGREE" OR 'NO” BUTTON OR OTHERWISE INDIGATE
REFUSAL AND MAKE NO FURTHER USE OF THE LIGENSED PRODUCTS OR SERVICES
PROMPTLY RETURN ANY HARDWARE. MEDIA CONTAINING THE SOFTWARE AND
REMOVE ANY ELECTRONIC COPIES OF THE SOFTWARE.

h

fy a limited right0.use hardware,
d [ and will apply 1o the hard frware and
uded with or accessed by UNI the UNITRENDS

O—aen
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Once logged in, you will need to
accept the license agreement

3 Setthe appliance date and time by doing one of the following, then click Next:

® Select a Timezone. If needed, modify the appliance Date and Time.

OR

® Check the Use an NTP Server box to sync to an NTP server. (Optional) Enter your preferred NTP server

address.

ends Backup Appliance
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UNITRENDS

Date & Time Host Name & Password

(® Enter a date and time for your appliance
E Date | 9/4/2019 m
Time 16:05:03
Time Zone = America/New_York v

() Use an NTP Server

NTFP Server Addresses @

0.centos.pool.ntp.org ™

1.centos.pool.ntp.org
W

Click to continue Next

Enter a Host Name, a Domain, and a new Ul Password for the appliance. If needed, enter a new OS Password.
Confirm the passwords by entering them again in the fields to the right. Click Next.

The hostname can contain only alphanumeric characters, dashes, and underscores.

The appliance has a Ul root user and an OS root user. These are separate accounts. Changing the
password of one root user account does NOT change the password of the other root user account. The Ul
root user is used to log in to the appliance Ul. The OS root user is used to log in to the appliance console or
for command line access.

If you have already set the OS password, these fields are disabled in the Quick Setup Wizard.
Passwords cannot contain the word Unitrend (case insensitive).
The OS password must contain 8 or more characters.

All appliances are deployed with these default Ul and OS credentials: user root, password unitrends1. For
appliance security, you must change these passwords in the Quick Setup Wizard. For increased security,
ensure that the OS password you enter is different than the Ul user password.

After you finish the deployment procedures in this guide, you can set up additional Ul users for the
appliance at any time. For details, see Users and roles in the Administrator Guide for Recovery Series,
Recovery MAX, ION/ION+, and Unitrends Backup, Appliance settings topic.
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UNITRENDS

Date & Time Host Name & Password

HostMame  vmware-ub (7]
Enter hostname,

domain (optional)

Domain | unitrends.com (7]

and appliance

Ul and 0S UlPassword  ssessssss © sessesens 49 Confirm Ul password
passwords
0S Password  essssssss (7] o........_e Confirm OS password

(Optional) To enable email from the appliance, check Enable email reporting and enter the following;:

The fully qualified domain name of the SMTP server.

(If needed) If the SMTP server requires authentication, select Authentication required and enter a
Username and Password.

Click + Add Recipients to add a an email recipient. Enter an email address in the Recipient field and select
one or more of the System, Jobs, and Failures options to specify which reports the appliance will send to the
recipient. Repeat as needed to add more recipients.

Click Finish.
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UNITRENDS

Date & Time

Host Name & Password Email

o__- Enable email reporting
SMTP Server unitn Lcom Enter the FQDN of
‘ the SMTP server

[] Authentication Required

Username If the SMTP server
uses authentication,
Password check the box and

enter credentials

Confirm Password

Recipients System Jobs  Failures

jalvarez@unitrends com X For each recipient, enter
an emall address and

djones@unitrends.com O x select reports to send

o— 4 Add Recipients

Click to add an
email recipient

Previous

Do one of the following:

If you deployed by using new storage for the initial backup storage, the Welcome to Unitrends dialog displays.
Click Start exploring to view the interactive product tour. Then proceed to the next step in this procedure.

3
UNITRENDS T8 L 0 O
88 Dashboard
a < Backup Summary (2 Sl & @ Got Questions? Ask the Community fox
Protect
% Recover 0 16
B Jobs Errors Not Protected C nnect I T
© Exe AVG BACKUP SPEED TOTAL SIZE AVG SPEED @C OMMUNITY
@ Configure g e e

@login & Register  Q Suggest Ideas

08/0708/08 08/09 08/1008/11 08/12)

Backups.
i I
Storage (£ Hithere! (] Backup Copy - Hot Targets [2 22l & ®
Welcome to Unitrends
Type Name Appliance 0 0
=] Internal walkme-y  FOF our new admins and those looking to familiarize themselves with Unitrends Errors Protected
administration, we have curated a new experience.
TRANSFER RATE
oere
Start exploring Click here to begin the tour
08/07 oe/0e 0802 0B/10 08/ oE/12 0813

W Logical Physical

Active Jobs ]

Job Name Appliance Asset Progress Status Duration

OR
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If you deployed by using storage that contains backups from another Unitrends Backup appliance, click
Recover to add the backups to the appliance. Then proceed to the next step in this procedure.

Configure Storage

The selected storage contains an existing filesystem.
If it contains Unitrends backup data, you can attermpt
to recover it. Otherwise, you can erase the data or
cancel and select different storage.

3¢ Recovering Storage...

Do one of the following:

If you deployed using added VHD(X) disk storage, proceed to "Step 7: (Optional) Modify deduplication
settings" on page 49.

OR

If you deployed using external storage, proceed to "Step 6: Add the initial backup storage device if using
external storage directly attached to the Unitrends Backup VM".

Add the initial backup storage device if using
external storage directly attached to the
Unitrends Backup VM

Perform this step only if you are deploying using external SAN or NAS storage connected directly to the Unitrends
Backup VM.

IMPORTANT! If you have deployed using added disk storage, do not do this step. The initial backup storage device
has already been added to your appliance.

IMPORTANT! Unitrends does not recommend attaching external devices directly to the virtual UB. If possible,
please add backup storage or additional storage using the virtual disk deployment method.

Once you have exposed the share or LUN to the Unitrends Backup VM, you must create the initial backup storage
device and configure the appliance to use this storage. Run one of the following procedures from the Unitrends Backup
Ul to create this initial backup storage:

"To add the initial backup storage device if using an external LUN"

"To add the initial backup storage device if using an external NFS share" on page 48
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"To add the initial backup storage device if using an external CIFS share" on page 49

To add the initial backup storage device if using an external LUN
This procedure assumes you have allocated a LUN on the SAN and exposed it to the Unitrends Backup VM.

If your SAN is configured with CHAP authentication, you must configure CHAP on the appliance before
adding the iSCSI storage device. To configure CHAP on the appliance:

Log in to the appliance UL.

On the Configure > Appliances page, select the appliance and click Edit.
In the Edit Appliance dialog, click iSCSI CHAP.

Verify that the Use System CHAP Credentials box is checked.

Enter credentials in the Username, CHAP Password, and Confirm CHAP Password fields, then click
Save. One set of credentials is used to access all iSCSI targets that have been configured to use CHAP
authentication.

By default, Username contains the appliance's iSCSI qualified name (IQN). It is required that the
username and password on the initiator (backup appliance) match those defined on the targets.
Modify the Username entry if necessary.

The password must be 12-16 characters in length.

To add the iSCSI device:
Log in to the appliance Ul:
Open a browser and connect to your appliance by entering: https://<appliancelP>/ui
In the Username field, enter root.

In the Password field, enter the Ul password you specified above in "Step 5: Set up the appliance using the
Quick Setup Wizard".

On the Configure > Appliances page, select your appliance.

Click the Storage tab below.

Select Add Storage > iSCSI.

Enter a unique Name for the storage device. This name cannot contain spaces.
Enter the IP address of the SAN storage array in the Host field.

The default port used for iISCSI communication is 3260. If the LUN is configured to use a different port, enter it in
the Port field.

Click Scan for targets to retrieve a list of targets on the remote storage array, then choose one from the list.

If you do not see the LUN in the list, go to your SAN manager and check your LUN configuration by doing
the following;:

Verify that you can see the Unitrends Backup appliance in your SAN manager.
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Verify that you have a LUN assigned to the Unitrends Backup appliance with the correct
permissions.

Check with your Storage Administrator for more information.

Click Scan for LUNs and select one from the list.
If you receive an error indicating CHAP authentication has failed, CHAP has been configured on the
target and either CHAP has not been enabled on the Unitrends Backup appliance, or the Unitrends
Backup CHAP credentials do not match those of the target.
Click Save.
Proceed to "Step 7: (Optional) Modify deduplication settings" on page 49.
To add the initial backup storage device if using an external NFS share
This procedure assumes you have allocated a share on the NAS and exposed it to the Unitrends Backup VM.
Log in to the appliance Ul:
Open a browser and connect to your appliance by entering: https://<appliancelP>/ui
In the Username field, enter root.

In the Password field, enter the Ul password you specified above in "Step 5: Set up the appliance using the
Quick Setup Wizard".

On the Configure > Appliances page, select your appliance.
Click the Storage tab below.
Select Add Storage > NFS.

Enter the required NFS share information and click Save. Descriptions of each field are given here:

Field Description

Name Name of the storage. Cannot contain spaces.

Host IP address or hosthame of the NAS share.

Port Contains the default NFS port. To use a custom port, enter that port number.

Share Name Enter the full directory pathname of the NAS share. Do not use leading or ending slashes.
Username If the share is configured for authentication, enter the domain username as

(optional) user@domain.com.

Password If the share is configured for authentication, enter the password.

(optional)
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Proceed to "(Optional) Modify deduplication settings".
To add the initial backup storage device if using an external CIFS share
This procedure assumes you have allocated a share on the NAS and exposed it to the Unitrends Backup VM.
Log in to the appliance Ul:
Open a browser and connect to your appliance by entering: https://<appliancelP>/ui
In the Username field, enter root.

In the Password field, enter the Ul password you specified above in "Step 5: Set up the appliance using the
Quick Setup Wizard".

On the Configure > Appliances page, select your appliance.
Click the Storage tab below.
Select Add Storage > CIFS.

Enter the required CIFS share information and click Save. Descriptions of each field are given here:

Field Description

Name Name of the storage. Cannot contain spaces.

Host IP address or hostname of the NAS share.

Port Contains the default CIFS port. To use a custom port, enter that port number.

Share Name Enter the full directory pathname of the NAS share. Do not use leading or ending slashes.
Username If the share is configured for authentication, enter the domain username as

(optional) user@domain.com.

Password If the share is configured for authentication, enter the password.

(optional)

Proceed to "Step 7: (Optional) Modify deduplication settings".
(Optional) Modify deduplication settings

Deduplication is a data compression technique that eliminates duplicate data blocks. To yield fastest performance, the
appliance is configured to use the Level 1 deduplication setting. You can opt to modify this setting to increase on-
appliance retention. Keep in mind that increasing the deduplication level decreases job speed.

To modify the deduplication level

From the Global options at the top of the Ul, select Options > Deduplication Settings.
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Select one of the following deduplication settings:
Level 1 — Use this setting to optimize performance.
Level 2 — Use this setting to balance performance and on-appliance retention.
Level 3 — Use this setting to optimize retention.

Click Apply Settings.

Deduplication Settings (%]
0 Choose desired deduplication level.

1 (Optimized for performance)

O Level
Select a level ® Level 2 (Balanced for performance and retention) 9
Level

3 (Optimized for retention)
Apply Settings

Register and license the Unitrends Backup
appliance

Your appliance is now configured and you can begin using it to protect your environment. For details, see the
Administrator Guide for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.

You must register and license the appliance within 30 days of deploying Unitrends Backup.

Each appliance requires an activation code and license key. Use the procedures below to register and license the
appliance:

To register a Unitrends Backup appliance

On the Configure > Appliances page, select the appliance and click Edit.
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Select the License tab and click Update. The Registration Center displays.

Edit Appliance (]

General Email Users Date Time License 03ar,kup Copy Advanced

LICENSE DETAILS

AssetTag 03 ahiieninicdl e Sieih iieniiend ~15 7

License
Install Date

Expires

Feature Description
Feature String

License Key

Update Add License Info

Save Cancel

Select one of the following:

Selection Description

Start my free trial Submit this form to start your free 30-day trial.
Activate my Enter your email address and activation code. You license key will be emailed to the
purchase address you enter here.

Activate with promo | Enter your promotional code to register your product and receive your license key.
code

Request a quote Request a license quote.
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Unitrends Registration Center

YOUR CURRENT ASSET TAG: 27658 i sl Bem iy a005928e

YOUR CURRENT LICENSE: NO LICENSE

How can we help you today?

Select one of these

© 2022 Unitrends

Complete and submit the applicable form.

Once you have purchased a license, Unitrends sends an email containing license details. Use the next procedure to
apply this license information to the appliance.

To license a Unitrends Backup appliance
Use these steps to enter license information you have received from Unitrends.

On the Configure > Appliances page, select the appliance and click Edit.

UNITRENDS B O O [

88 Dashboard
ae Dashboar Applian(ese Protected Assets

& Protect <
88 ViewTable Add Appliance 7 Edit o Remove
R Recover e © @
il
B Jobs APPLIANCE STATUS ADDRESS VERSION STORAGE REGISTERED ASSETS
i Reports M pmueb-s6 @ Available (logged in) 197 x —

I 0 Configure o \e

Select the License tab and click Add License Info.
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Edit Appliance Q

General Email Users Date Time License Gankup Copy Advanced

LICENSE DETAILS

Asset Tag D30E0W_SNE O NN e Ry

License
Install Date

Expires

Feature Description
Feature String

License Key

(2 e

Enter the License Key, Expiration Date, and Feature String.
Click Save. The license is applied.

Edit Appliance Q

General Email Users Date Time License Backup Copy Advanced

LICENSE DETAILS

AssetTag L s—oTarcouane D]

License
Install Date

Expires

Feature Description

Feature String

License Key
License Key f2a3PRL ST GO LSS EE S o tiB0a

Enter license key,
Expiration Date 01/31/20% Clear Dat = :
P 3 " cerome expiration date, and
feature string

Feature String ENTRB,MUX=10,VC=INF.RC=INF,D2D=INF.ENC,ADX

0 I 3

U N ITR E N D S Chapter 4: Deploying a Unitrends Backup Appliance

AKaseya company




54 Deployment Guide for Unitrends Backup
on Hyper-V

Release 10.9 | July 2025

Edit Appliance o

General Email Users Date Time License Backup Copy Advanced
LICENSE DETAILS

Asset Tag 0382wl T idwinbiki=newbint 2157

License Enterprise Edition

Install Date Thu Mov 316:27:42 2016

Expires 01/31/2019

Feature Description  Unlimited Replication or Backups, Encryption, Archiving
Feature String ENTRB,MUX=10,VC=INF,RC=INF,D2D=INF,ENC ADX

License Key T2 2 hiliinh kil o i inidi il 75 02

Start protecting your environment

Deployment is complete and you can get started protecting your environment. For details, see the Administrator Guide
for Recovery Series, Recovery MAX, ION/ION+, and Unitrends Backup.
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